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will enable the agency to more 
proactively manage the oversight of 
treatment. 

The information requested from OTPs 
should be readily available to any OTP 
that has met accreditation standards. 

The OTP should not find any need to 
otherwise analyze or synthesize new 
data in order to complete this form. 

ESTIMATED ANNUAL REPORTING REQUIREMENT BURDEN FOR OPIOID TREATMENT PROGRAMS 

Form 
Number of 

facilities 
(OTPs) 

Responses 
per facility 

Burden/re-
sponses 
(hours) 

Annual burden 
(hours) 

SAMHSA OTP Mortality Report ....................................................................... 1,150 2 0.5 1,150 

Written comments and 
recommendations concerning the 
proposed information collection should 
be sent by June 16, 2008 to: SAMHSA 
Desk Officer, Human Resources and 
Housing Branch, Office of Management 
and Budget, New Executive Office 
Building, Room 10235, Washington, DC 
20503; due to potential delays in OMB’s 
receipt and processing of mail sent 
through the U.S. Postal Service, 
respondents are encouraged to submit 
comments by fax to: 202–395–6974. 

Dated: May 6, 2008. 
Elaine Parry, 
Acting Director, Office of Program Services. 
[FR Doc. E8–10855 Filed 5–14–08; 8:45 am] 
BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

National Protection and Programs 
Directorate; Submission for Review: 
Critical Infrastructure/Key Resources 
Private Sector Clearance Program 
(CIKR PSCP) 1670—NEW 

AGENCY: National Protection and 
Programs Directorate, Office of 
Infrastructure Protection, Partnership 
and Outreach Division, Partnership 
Programs and Information Sharing 
Office, DHS. 
ACTION: 30-Day Notice and request for 
comments. 

SUMMARY: The Department of Homeland 
Security (DHS) invites the general 
public and other federal agencies the 
opportunity to comment on new 
information collection request 1670— 
NEW, Critical Infrastructure/Key 
Resources Private Sector Clearance 
Program (CIKR PSCP) Clearance 
Request. As required by the Paperwork 
Reduction Act of 1995, (Pub. L. 104–13, 
44 U.S.C. chapter 35) as amended by the 
Clinger-Cohen Act (Pub. L. 104–106), 
DHS is soliciting comments for this 
collection. The information collection 
was previously published in the Federal 
Register on November 23, 2007, at 72 
FR 65757 allowing for a 60-day public 
comment period. No comments were 

received on this existing information 
collection. The purpose of this notice is 
to allow an additional 30 days for public 
comments. 
DATES: Comments are encouraged and 
will be accepted until June 16, 2008. 
This process is conducted in accordance 
with 5 CFR 1320.1. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, Office of Management and 
Budget, 725 17th Street, NW., 
Washington, DC 20503, Attention: Desk 
Officer for National Protection and 
Programs Directorate, DHS, or sent via 
electronic mail to 
oira_submission@omb.eop.gov or faxed 
to (202) 395–6974. 
FOR FURTHER INFORMATION CONTACT: A 
copy of this ICR, with applicable 
supporting documentation, may be 
obtained by contacting the Office of 
Information and Regulatory Affairs, 
Office of Management and Budget, 725 
17th Street, NW., Washington, DC 
20503, Attention: Desk Officer for 
National Protection and Programs 
Directorate, DHS, or via electronic mail 
to oira_submission@omb.eop.gov. 
SUPPLEMENTARY INFORMATION: The Office 
of Management and Budget is 
particularly interested in comments 
that: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 

e.g., permitting electronic submissions 
of responses. 

Analysis 

Agency: Department of Homeland 
Security, National Protection and 
Programs Directorate, Partnership and 
Outreach Division. 

Title: CIKR PSCP Clearance Request 
Form. 

OMB Number: 1670—NEW. 
Frequency: Once. 
Affected Public: Private sector. 
Number of Respondents: 250 

responses per year. 
Estimated Time per Respondent: 10 

minutes. 
Total Burden Hours: 42 hours. 
Total Burden Cost (capital/startup): 

None. 
Total Burden Cost (operating/ 

maintaining): None. 
Description: The Critical 

Infrastructure/Key Resources Private 
Sector Clearance Program (CIKR PSCP) 
is designed to provide private sector 
individuals clearances so that they can 
be partners with DHS. These partners 
are subject matter experts within 
specific industries and sectors. DHS has 
created this program to facilitate 
granting clearances to appropriate 
individuals. The CIKR PSCP requires 
individuals to complete a clearance 
request form that initiates the clearance 
process. Individuals are selected and 
then invited to become partners with 
DHS for a specific project or task. DHS 
Sector Specialists or Protective Security 
Advisors e-mail the form to the 
individual who e-mails back the 
completed form. The data from these 
forms make up the Master Roster. The 
Name, Social Security Number, Date of 
Birth and Place of Birth are entered into 
e-QIP—Office of Personnel 
Management’s secure portal for 
investigation processing. Once the data 
is entered in e-QIP by the DHS Office of 
Security, Personnel Security Division, 
then the applicant can complete the rest 
of the e-QIP security questionnaire. The 
CIKR PSCP Master Roster contains all 
the information found on the clearance 
request form in addition to their 
clearance info (date granted, level, date 
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non-disclosure agreements signed.) The 
Administrator of the Master Roster 
maintains the information so as to track 
clearance processing and investigation 
information (date of investigation) and 
to have the most current contact 
information for the participants from 
each sector. 

Dated: May 9, 2008. 
Matt Coose, 
Acting Chief Information Officer, National 
Protection and Programs Directorate, 
Department of Homeland Security. 
[FR Doc. E8–10892 Filed 5–14–08; 8:45 am] 
BILLING CODE 4410–10–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2007–0017] 

Privacy Act; Office of Intelligence and 
Analysis Enterprise Records System 

AGENCY: Privacy Office, DHS. 
ACTION: Notice of Privacy Act system of 
records notice. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Department of 
Homeland Security gives notice that it 
proposes to add a new system of records 
to its inventory of record systems, 
namely the Office of Intelligence & 
Analysis Enterprise Records System 
(ERS). Some of the records that were 
previously maintained in the Homeland 
Security Operations Center Database 
(DHS/IAIP–001), the system of records 
notice for which was last published in 
full text on April 18, 2005 (70 FR 
20156), will now be part of the ERS. 
This notice does not rescind, revoke, or 
supersede the HSOC system of records 
notice insofar as other components of 
DHS maintain records within that 
system of records, under their respective 
authorities. 
DATES: The new system of records will 
be effective June 16, 2008. 
ADDRESSES: You may submit comments, 
identified by docket number, by one of 
the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments 
via docket number DHS–2007–0017. 

• Fax: 1–866–466–5370. 
• Mail: Comments by mail may also 

be submitted to Hugo Teufel III, Chief 
Privacy Officer, Department of 
Homeland Security, Washington, DC 
20528. 

• Instructions: All submissions 
received must include the agency name 
and docket number for this rulemaking. 

All comments received will be posted 
without change to http:// 
www.regulations.gov, including any 
personal information provided. 

• Docket: For access to the docket to 
read background documents or 
comments received go to http:// 
www.regulations.gov. 

FOR FURTHER INFORMATION CONTACT: For 
general questions, please contact the 
Information Sharing and Knowledge 
Management Division, Office of 
Intelligence and Analysis, Department 
of Homeland Security, Washington, DC 
20528. For privacy issues, please 
contact: Hugo Teufel III, Chief Privacy 
Officer, Department of Homeland 
Security, Washington, DC 20528. 
SUPPLEMENTARY INFORMATION: 

I. Background 
The mission of DHS under the 

Homeland Security Act of 2002 is to 
prevent terrorist attacks; reduce the 
vulnerability of the United States to 
terrorism; minimize the damage and 
assist in the recovery from terrorist 
attacks that may occur within the 
United States; carry out the functions of 
the legacy agencies and entities 
transferred to the Department, including 
by acting as a focal point regarding 
natural and manmade crises and 
emergency planning; ensure that the 
functions of the agencies and 
subdivisions within DHS not directly 
related to securing the homeland are not 
diminished or neglected; ensure that the 
civil rights and civil liberties of persons 
within, and the overall economic 
security of, the United States are not 
diminished by efforts, activities, and 
programs aimed at securing the 
homeland; and monitor the connections 
between illegal drug trafficking and 
terrorism, coordinate efforts to sever 
such connections, and contribute to the 
effort to interdict illegal drug trafficking. 

Recognizing the need for intelligence 
support in all of the critical mission 
areas identified in the President’s 
National Strategy for Homeland Security 
and in direct support both of the DHS 
mission and all elements of the 
Department responsible for executing 
the Secretary’s authorities in fulfilling 
it, the Under Secretary for Intelligence 
& Analysis, as head of the DHS Office 
of Intelligence and Analysis (I&A), is 
responsible for carrying out the 
responsibilities of the Secretary relating 
to intelligence and information analysis 
across the Department and, as Chief 
Intelligence Officer of the Department, 
oversees the functional integration of 
the Department’s intelligence activities, 
including those occurring outside of 
I&A. Through successive and specific 

delegations issued in 2006, the Under 
Secretary for I&A was assigned the 
authority and responsibility: (1) To 
perform the functions specified in Title 
II of the Homeland Security Act that 
relate to the Office of Information 
Analysis (since renamed I&A); (2) to 
exercise oversight and responsibility for 
the functions and duties necessary to 
lead and manage the integration of 
Departmental intelligence activities; and 
(3) to exercise the authority under 
section 202 of the Homeland Security 
Act to ensure the timely and efficient 
access to all information necessary to 
discharge the responsibilities under 
section 201 of the Homeland Security 
Act. Taken together, the Under 
Secretary for I&A exercises, through 
I&A, lead or, in some cases, shared 
leadership responsibility under the 
Homeland Security Act for the 
following: 

A. To access, receive, and analyze law 
enforcement, intelligence, and other 
information from federal, state, and 
local government agencies (including 
law enforcement agencies), and private 
sector entities, and to integrate such 
information, in support of the mission 
responsibilities of the Department and 
the functions of the National 
Counterterrorism Center established 
under section 119 of the National 
Security Act of 1947 (50 U.S.C. 404o), 
in order to: (A) Identify and assess the 
nature and scope of terrorist threats to 
the homeland; (B) detect and identify 
threats of terrorism against the United 
States; and (C) understand such threats 
in light of actual and potential 
vulnerabilities; 

B. To request additional information 
from other agencies of the federal 
government, state and local government 
agencies, and the private sector relating 
to threats of terrorism in the United 
States, or relating to other areas of 
responsibility assigned by the Secretary; 

C. To establish Department-wide 
procedures for the review and analysis 
of information provided by State, local, 
and tribal governments and the private 
sector, integrate such information into 
the information gathered by the 
Department and other departments and 
agencies of the Federal Government, as 
appropriate, and make available such 
information, as appropriate, within the 
Department and to other departments 
and agencies of the Federal 
Government; 

D. To ensure the timely and efficient 
access by the Secretary of Homeland 
Security and the Department to all 
information from other agencies of the 
federal government, including reports, 
assessments, analyses, and unevaluated 
intelligence related to threats of 
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