
C-TPAT Security Link Portal
Online Application



Online C-TPAT Application - Part 1.

Part 1 of the Online C-TPAT Application process:
• Complete the Company Profile information
• Read and Agree to the terms of the C-TPAT 

Agreement to Voluntarily Participate.
• Save your submission.
• Wait for an e-mail confirming your submission and 

granting C-TPAT Security Link Portal access using a 
temporary password. 

Note: Companies will have 60 days to complete their 
Online C-TPAT Application using the C-TPAT 
Security Link Portal. 



Online C-TPAT Application - Part 2.

Part 2 of the C-TPAT Online Application process:
• Login to the C-TPAT Security Link Portal using your 

e-mail address and temporary password.
• Change your Temporary Password.
• Complete the structured Online Supply Chain Security 

Profile.
• Save your Security Profile submission. 

Note: Companies will have 60 days to complete their 
Online Application using the C-TPAT Security 
Link Portal. 



Please select/verify your C-TPAT 
Business Type and click Next.

Note: The Application 
Exception Token field is 
reserved for future use 
and does not  apply to 
most applicants.



Please enter/verify your C-TPAT 
Business Code and click Next.

You may select Cancel Profile at any 
point in the application process to 
stop your application submission.



Please enter/verify your Company 
Name,  and click Next.



Please enter/verify your complete 
Company Physical Address and 
Mailing Address if applicable.



Select the term that best describes 
Company’s Ownership Type, Years in 
Business range, and Number of 
Employees range.



Select the term that best describes 
Company’s Ownership Type, Years in 
Business range, and Number of 
Employees range.



Select the term that best describes 
Company’s Ownership Type, Years in 
Business range, and Number of 
Employees range.



Select Add Contact to enter Company Points of 
Contact (POC). 

One Company Officer must be designated as a 
POC.



Enter Company 
Points of Contact 
(POC). 

1. You must enter at 
least one (1) Company 
officer as a contact.  
They do not have to 
be the primary POC. 

2. Consultants/
Contractors may be 
entered as an 
alternate POC with 
additional information 
required.

3. The Primary POC 
must be a Company 
Employee and is 
designated by 
checking the POC 
field.



Enter Company 
Points of Contact 
(POC). 

1. You must enter at 
least one (1) Company 
officer as a contact.  
They do not have to 
be the primary POC. 

2. Consultants/
Contractors may be 
entered as an 
alternate POC with 
additional information 
required.

 



Use Add Contact enter additional Company’s Points of 
Contact (POC). 

1. You may add an unlimited number of POC.

2. Warning: Each POC you add will have access to your C-
TPAT Security Link web portal information and can 
change information.

 



Enter Company Points 
of Contact (POC). 

You must enter at 
least one (1) Company 
officer as a contact.  
They do not have to be 
the primary POC. 

 



Enter Company’s 
Points of Contact 
(POC). 

Select the Contact Type. 



Enter  
Company 
Points of 
Contact (POC). 

Consultants -
Contractors 
may be entered 
as an alternate 
POC with 
additional 
information 
required. 

However, they 
MAY NOT be 
designated as 
the Primary 
POC. 



Enter Company Points of Contact (POC). 

All POC may SELECT/DELETE Company POC.

Be sure to limit your C-TPAT Security Link Portal POC 
access to those personnel that are part of your 
company’s  C-TPAT program management team.



Enter Company Identification (ID) numbers as 
requested.

The ID fields vary according to your Business Type.



Review/verify the summary of all 
Company information submitted. 



Review/verify the summary of all 
Company information submitted. 



Read/Review the Online C-TPAT 
Agreement for your Business Type. 



If you accept the Online C-TPAT Agreement 
and wish to continue with your application, 
Click “I Agree”.  



You will receive an e-mail with instructions 
on how to Login and continue with your 
application.



C-TPAT Online Application 
Part 2.

• Initial Portal Login
– Change temporary password.

• Security Profile completion



The “User Name” is the user’s 
e-mail address that was 
provided to the C-TPAT 
program.

The Password will be the 
Temporary Password that is 
sent to your via e-mail after 
successful completion of Part 1 
of the C-TPAT Online 
Application.



Change Password  

• First time Users will 
be required to 
Change their 
Temporary 
password.

• Users with Expired 
Passwords will be 
required to Change 
their old password.

• Passwords will 
expire every 90 days.



•If the User is designated as 
a Company Contact for 
more than one company, a 
list of companies will 
appear.

•The User must select the 
company name and click 
continue to proceed.



Home Screen



Home Screen Fields

Company’s Business Type and Account Status.

The SCSS Office assigned to your company.

Security Profile review status 

The Date your Company Profile Information was last modified.

The date your C-TPAT Supply Chain Security Profile was 
modified.

C-TPAT Account File ID.

Company’s Name as submitted on your application.

Company’s Doing Business As Name as submitted on the application.

The C-TPAT SCSS assigned to your company. (Will be blank if unassigned.)



Security Profile 



Place the Cursor on 
the Partner Menu and 
Select Security 
Profile

Security Profile 



Security Profile 

• The C-TPAT Supply Chain Security Profile is now 
required to be maintained in the structured template 
found in their C-TPAT Security Link Web Portal 
Security Profile section.

• Participants must provide a narrative description of 
the procedures they use to ensure adherence to C-
TPAT Security Criteria or Guidelines as applicable 
for their C-TPAT enrollment category.

• For information on C-TPAT Security Criteria or 
Guidelines, refer to the C-TPAT web page located on 
http://www.cbp.gov/xp/cgov/import/commercial_enfo
rcement/ctpat/ 



Security Profile 

• In the Text Box for each section, C-TPAT participants must provide 
a narrative description of the security procedures in place.  Give 
examples.

• Any back-up documentation may be uploaded in the Documents 
section via the C-TPAT Partner Document Exchange function.  

• Answers such as Non-Applicable or Does Not Apply are NOT 
acceptable. If you feel that a section does not apply to your situation, 
give a succinct explanation of why you feel this does not apply to 
your company.



Security Profile 

• Participants navigate through the Supply Chain 
Security Profile Sections selecting the “Next” button 
or by clicking on the blue hyperlink for the section.

• Clicking “Save” will ensure all work is updated.



Security Profile 

• After all Security Profile Sections have been 
completed, you will be able to Submit your Security 
for review.



Security Profile 

• If any of the Supply Chain Security Profile 
sections are BLANK, an error message 
will be generated.



Security Profile 
• Your completed Security Profile will be assigned to a C-

TPAT Supply Chain Security Specialist Office and 
reviewed by a C-TPAT Supply Chain Security Specialist. 

• For each section of the Security Profile, any comments 
made by the C-TPAT Supply Chain Security Specialist 
reviewer will appear in the Comment section.

• The block also indicates whether the section is Critical and 
whether the section is Approved or Rejected.

• Section Approval/Rejection is also designated by a Green 
“Check” (Approval) or a Red “X” (Rejected).



Security Profile 

• Rejected sections must be corrected and sufficient 
information provided.



End
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