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Office of Infrastructure Protection Stakeholder Input Survey Test

Which of the following sectors best describes the facilities or enterprise where you work?

Agriculture and Food
Banking and Finance ] | 2% |
Chemical
Commercial Facilities

Communications _
Critical Manufacturing

Dams

Defense Industrial Base
Emergency Senices

Energy

Government Facilities

Healthcare and Public Health
Information Technology

MNational Monuments and lcons
Muclear Reactors, Materials, Waste
Postal and Shipping

Transportation Systems

Water
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Alabama
Alaska
American Samoa
Arizona
Arkansas
California
Colorado
Connecticut
Delaware

District of Columbia
Florida

Georgia

Guam

Hawaii

Idaho

llinois

Indiana

lowa

Kansas
Kentucky
Louisiana

Maine

Marianas
Maryland
Massachusetts
Michigan
Minnesota
Mississippi
Missouri
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ture Protection Stakeholder Input Survey Test

pry is the facility or enterprise where you work? If you are responsible for facilities in a multi-state region or nation-wide, choose the state or territory in which your reporting office resides?

erritory
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Office of Infrastructure Protection Stakeholder Input Survey Test

From the list below, choose your organization's three most important security-related activities, where a rating of 1 means the most important activity and a rating of 3 means the third most important activity

Most Important

d

¢Security protocols or SOPs

Emergency response and business continuity-of-operations plans

Vulnerability assessments (whether of physical assets, information systems, etc.)
Security-related exercises

1Simulation modeling

Facility security

Resiliency/redundancy efforts of business processes or systems

Monitoring of assets and systems against threats

p Training activities of security staff

Security-related education, training, and awareness

Buffer Zone Protection

Participation in security-related information sharing efforts with industry partners or associations
Participation in security-related information sharing efforts with government agencies
Manage or assist with security-related communications to employees

Other
Second Most Important

Third Most Important
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ns the most important activity to improve, and a rating of 3 means the third most important activity to improve
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Office of Infrastructure Protection Stakeholder input Survey Test

From the list below, choose your organization's three most important security-related activities, where a rating of 1 means the most important activity and a rating of 3 means the third most important activity

Most Important

[=]

Second Most Important

m

1Security protocols or SOPs

Emergency response and business continuity-of-operations plans

Vulnerability assessments (whether of physical assets, information systems, etc.)
Security-related exercises

f Simulation modeling

Facility security

Resiliency/redundancy efforts of business processes or systems

I Monitoring of assets and systems against threats

Training activities of security staff

Security-related education, training, and awareness

Buffer Zone Protection

Participation in security-related information sharing efforts with industry partners or associations
Participation in security-related information sharing efforts with government agencies

Manage or assist with security-related communications to employees

Other
Third Most Important

s the most important activity to improve. and a rating of 3 means the third most important activity to improve
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Office of Infrastructure Protection Stakeholder Input Survey Test
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From the list below, choose your organization's three most important security-related activities, where a rating of 1 means the most important activity and a rating of 3 means the third most important activity

Most Important

[=]

Second Most Important

[=]

Third Most Important

d

g Security protocals or SOPs

Emergency response and business continuity-of-operations plans

Vulnerability assessments (whether of physical assets, information systems, etc.)
I Security-related exercises

Simulation modeling

Facility security

Resiliency/redundancy efforts of business processes or systems

Monitoring of assets and systems against threats

Training activities of security staff

Security-related education, training, and awareness

Buffer Zone Protection

Participation in security-related information sharing efforts with industry partners or associations
Participation in security-related information sharing efforts with government agencies

Manage or assist with security-related communications to employees
Other

ns the most important activity to improve, and a rating of 3 means the third most important activity to improve
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Office of Infrastructure Protection Stakeholder Input Survey Test

From the list below, choose your organization's three most important security-related activities, where a rating of 1 means the most important activity and a rating of 3 means the third most important activity

Most Important

= il

Second Most Important

[z

Third Most Important

[=]

From the list below, choose the three most important areas of improvement, where a rating of 1 means the most important activity to improve, and a rating of 3 means the third most important activity to improve

Most Important

d

Security protocols or SOPs

Emergency response and business continuity-of-operations plans

Vulnerability assessments (whether of physical assets, information systems, etc.)
Security-related exercises

1Simulation madeling

Facility security

Resiliency/redundancy efforts of business processes or systems

Monitoring of assets and systems against threats

Training activities of security staff

Secunty-related education, training, and awareness

Buffer Zone Protection

Participation in security-related information sharing efforts with industry partners or associations
Participation in security-related information sharing efforts with government agencies

Manage or assist with security-related communications to employees
Other
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Office of Infrastructure Protection Stakeholder Input Survey Test

-

From the list below, choose your organization's three most important security-related activities, where a rating of 1 means the most important activity and a rating of 3 means the third most important activity

Most Important

[=]

Second Most Important

[

Third Most Important

[=]

From the list below, choose the three most important areas of improvement, where a rating of 1 means the most important activity to improve, and a rating of 3 means the third most important activity to improve

Most Important

Second Most Important

1 Security protocals or SOPs

Emergency response and business continuity-of-operations plans

Vulnerability assessments (whether of physical assets, information systems, etc.)
Security-related exercises

Simulation modeling

Facility security

Resiliency/redundancy efforts of business processes or systems

Manitoring of assets and systems against threats

Training activities of security staff

Security-related education, training, and awareness

Buffer Zone Protection

Participation in security-related information sharing efforts with industry partners or associations
Participation in security-related information sharing efforts with government agencies

Manage or assist with security-related communications to employees
Other
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Office of Infrastructure Protection Stakeholder Input Survey Test

From the list below, choose your organization's three most important security-related activities, where a rating of 1 means the most important activity and a rating of 3 means the third most important activity

Most Important

[=]

Second Most Important

[=]
T

Security protocols or SOPs

Emergency response and business continuity-of-operations plans

Vulnerability assessments (whether of physical assets, information systems, etc.)
f Security-related exercises

Simulation modeling

Facility security

Resiliency/redundancy efforts of business processes or systems

Monitoring of assets and systems against threats

Training activities of security staff

Security-related education, training, and awareness

Buffer Zone Protection

Participation in security-related information sharing efforts with industry partners or associations
Participation in security-related information sharing efforts with government agencies
Manage or assist with security-related communications to employees

Other

ns the most important activity to improve, and a rating of 3 means the third most important activity to improve
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