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Greate new account | [ Login | |~ Requestnew password
OMB Control No. 1640-XXXX
Expires XXIXX/XXXX

In orderto access ths secure portal, piease fl in the following registration form. The information
contained in this form will be used to determine your eligiilty for access to the portal. This
registration form il take approximately 15 minutes to complete. Account Request Note: Site
membership is open to U.S. Persons from Goverment, Law Enforcement, Private Sector and
Academia (Faculty & Graduate Students) working in the varying fields of digial forensics.
NOTICE: The information contained in this application wil be used to populate your user profile
and wil be viewable by other CyberFETCH users. The sponsor information will only be available
to CyberFETCH staff and will not be viewable by other users. CyberFETCH will not disclose.
personal information to third parties for commercial marketing.

E-mail*

must bo an xistng mermber of CyberFETCH.

Password*
Password strength;

Confirm password *

First Name

Last Name *
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Wich organizaton ar you aflaed witv?

Phone Number *

Country *
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Sponsor First Name.

Sponsor Last Name

pubicly.

Sponsor's Job Title

Sponsor's Organization

Sponsor's Organization Phone Number

Shown pubic,

Sponsor's Emall Address

Privacy Act Notice: Authority to Collect This Information: The Homeland Security Act of 2002
[Public Law 1007-296, §302 (4)] authorizes the Science and Technology Directorate to conduct
“basic and applied research, development, demonstration, tesiing, and evaluation activiies that
are relevant to any or all elements of the Department, through both intramural and extramural
programs.” In exercising its responsibilty under the Homeland Security Act, S&T s authorized to
collect nformation, as appropriate, to support R&D related to improving the security of the

homeland

Principle Purposes: CyberFETCH is a secure, web-based portal that enables computer forensics
praciitioners, investigators, analysts, technologists, and others to share and exchange information
on cyber-crime related topics for collaborative and research purposes. DHS wil collect and use.

this information to register and provide users access o this collaborative environment.

Routine Uses and Sharing: In general, DHS will not use this information for any purpose other
than the purpose stated above. However, DHS may release this information of an individual on a
case-by-case basis as described in the DHS/ALL-002 and DHS/ALL-004 System of Records
Notice (SORN), which can be found at: htpifedocket access gpo.govi2009/E9-23513 htm and
the DHS Portals PIA found at: htp://www.dhs. govixiibrary/assets/privacy
Iprivacy_pia_dhs_portalspaf. Specifically, DHS may provide this information to contractors and
their agents, grantees, experts, consuitants, and other performing or working on a contract,
service, grant, cooperative agreement, or other assignment for DHS, when necessary to
accomplish an agency function related to ths system of records. Individuals provided information
under this routine use are subject to the same Privacy Act requirements and fimitations on

pplicable to DHS offi

Disclosure: You may opt not to provide the requested information or to provide only some of the
information DHS requests. If you opt not to provide some or al of the requested information, DHS
may not be able to process your registration.

PRABurden Statement: An agency may not conduct or sponsor an information collection and a
person is not required to respond to this information collection unless it displays a current valid

‘OMB control number and an expiration date. The control number for this collection is 1640-XXXX
and this form will expire IXXXX. The estimated plete this form is 30

minutes per respondent. If you have any comments regarding the burden estimate you can write
to Department of Homeland Security, Science and Technology Directorate, 245 Murray Lane,
Washington, DC 20528,

DHS Form: 10XXX

Bylogsinginto the website you acknowledge and
agee to the illowing (1) you are accessing a U.S.
Government information system; (i) system wsage.
may be monitored, recorded, and subject to audit
(i) unauthorized use of the system is prohibited
and subject to criminal and civil penalties: and (iv)
use of the system indicates consent to monitoring
and recording,
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