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SECTION 2:  TRUSTED AGENT OR VERIFYING OFFICIAL INFORMATION
COMPLETED BY THE TRUSTED AGENT OR VERIFYING OFFICIAL ONLY
14. MIDDLE INITIAL
13. FIRST NAME
12. LAST NAME
18. LIST ALL BUILDINGS REQUIRING UNESCORTED ACCESS
24. MIDDLE INITIAL
23. FIRST NAME
22. LAST NAME
SECTION 3:  PERSONNEL SECURITY OFFICE
28. PHONE NO. XXX-XXX-XXXX
27. ORGANIZATION
25. DATE mm/dd/yy
DSCC FORM 2310-2, APR 2014 (EF)
       PDF (DSCC) 
PREVIOUS EDITIONS ARE OBSOLETE
PAGE 1 OF 2
COMPLETED BY THE PERSONNEL SECURITY OFFICE ONLY
10. CONTRACT VEHICLE START DATE mm/dd/yy
SECTION 1:  APPLICANT INFORMATION
1. LAST NAME
2. FIRST NAME
3. MIDDLE INITIAL
4. SOCIAL SECURITY NUMBER
5. DATE OF BIRTH mm/dd/yy
6. DRIVERS LICENSE (State issued from)
8. FOREIGN NATIONAL?
9. COMPANY NAME
11. CONTRACT VEHICLE END DATE  mm/dd/yy
DSCC TIER 3 (INSIDE CONTRACTOR) ID CARD & KEY CARD REQUEST
COMPLETED BY THE TRUSTED AGENT OR VERIFYING OFFICIAL ONLY
7. LICENSE NUMBER
15. DATE OF REQUEST mm/dd/yy
16. ORGANIZATION
17. PHONE NO. XXX-XXX-XXXX
19. VERIFYING OFFICIAL DIGITAL SIGNATURE
26. SECURITY SPECIALIST DIGITAL SIGNATURE
20. EMAIL ADDRESS
21.  TYPE OF CREDENTIAL REQUESTED:
Authority:  5 U.S.C. 301, Departmental Regulations, 5 U.S.C. 6122, Flexible schedules, agencies authorized to use; 5 U.S.C. 6125, Flexible schedules, time recording devices; 10 U.S.C. 133, Under Secretary of Defense for Acquisition, Technology, and Logistics; 23 U.S.C. 401 et seq., National Highway Safety Act of 1966; E.O. 9397 (SSN); and E.O. 10450, Security Requirements for Government Employees.
 
Purpose:  Information is maintained by DLA police and public safety personnel is used to control access into DLA-managed installations, buildings, facilities, and parking lots; to manage reserved, handicap and general parking; to verify security clearance status of individuals requiring entry into restricted access areas; to account for building occupants and to effect efficient evacuation during simulated and actual threat conditions; to relay threat situations and conditions to DoD law enforcement officials for investigative or evaluative purposes; and to notify emergency contact points of situations affecting a member of the workforce. Names of children registered at DLA child care centers are collected to notify the caregivers of emergencies affecting parents and to identify the children who may require special accommodations due to that emergency. In support of morale programs and when requested by parents, critical descriptive data and a current photograph of their child are captured for parental use should a child go missing.
 
Routine Uses: Data may be provided under any of the DOD "Blanket Routine Uses" available at:  http://privacy.defense.gov/blanket_uses.shtml .
 
Disclosure: Voluntary; however, failure to provide the requested information may result in the denial of a DLA Badge and access to DLA installations, buildings, facilities.  
 
Rules of Use: Rules for collecting, using, retaining, and safeguarding this information are contained in the DLA Privacy Act System of Records Notice S157.20, entitled "Facility Access Records" available at http://dpclo.defense.gov/Privacy/DODComponentArticleList/tabid/6799/Category/274/defense-logistics-agency.aspx
PRIVACY ACT STATEMENT
AGENCY DISCLOSURE NOTICE
 
The public reporting burden for this collection of information is estimated to average 15 minutes per response, including the time for reviewing instructions, searching existing data sources, gathering and maintaining the data needed, and completing and reviewing the collection of information. Send comments regarding this burden estimate or any other aspect of this collection of information, including suggestions for reducing the burden, to the Department of Defense, Washington Headquarters Services, Executive Services Directorate, Information Management Division, 4800 Mark Center Drive, Alexandria, VA 22350-3100 (0704-xxxx). Respondents should be aware that notwithstanding any other provision of law, no person shall be subject to any penalty for failing to comply with a collection of information if it does not display a currently valid OMB control number.
1. The form will be filled out electronically. Handwritten or typed forms will not be accepted.  The request form is subject to rejection by the Pass & ID Office if it is not completed properly, i.e. incorrect SSN, invalid contractor name or date.
2.  Trusted Agent or Verifying Officials will complete and digitally sign this form (all applicable fields must be completed). The expiration date for all DOD Contractor personnel will reflect the Contract Vehicle End-Date or three years from the date of issue, whichever is earlier.  The Trusted Agent or Verifying Official will enter the Contract Vehicle End date (not to exceed three years) in the Contract Vehicle End Date block.  If a CAC card is to be issued the DSCC key card Expiration Date will be the same as the CAC regardless of the Contract Vehicle End Date.
3.  Digital signatures are required on this form. This form will be forwarded by clicking the appropriate Submit button to the appropriate Personnel Security Office by the Trusted Agent or Verifying Official.
4.  The vetting official (Personal Security) will verify eligibility and digitally sign the form. The vetting official (Personal Security) will forward the form to des.pass.and.id@dla.mil by clicking the appropriate Submit button. 
5.  Contractors are not authorized to hand carry the form to the Pass & ID Office.
6.  The DSCC key card is activated with basic activation permissions, for example lobbies, cafeteria at Buildings 20 & 21.  There is a block located in Section 2 of this form in which the Verifying Official or Trusted Agent will enter specific locations that utilize card readers that the applicant must gain access to.  The Verifying Official or Trusted Agent will indicate the location by building number for exterior doors.  Interior door access of any building must be listed separately.  Please indicate if access is for normal duty hours or 24/7.  
7.  The form is valid for 30 calendar days from the date completed by the Personnel Security Office. 
8.  Badges may be renewed beginning 90 days prior to expiration.   
SPECIAL INSTRUCTIONS FOR TRUSTED AGENT & VERIFYING OFFICIAL
The Personnel Security Office will verify eligibility, digitally sign the DSCC Form 23l0B, and forward it to the Pass & ID Office. Pass & ID will scan the document and add it to the Pass & ID Scan Database. 
PERSONNEL SECURITY  OFFICE INSTRUCTIONS
1. Forms submitted by Verifying Officials or Trusted Agents that do not have a signed DD Form 577 on file with Security & Emergency Services will be rejected.
2. Verifying Official or Trusted Agent reviews the guidance provided in the DSCC Instruction 5720-003, Installation Entry/Access.  A separate form must be prepared for each contractor.
3.Verifying Official or Trusted Agent completes Section 1 and 2, digitally signs the form, and forwards it to the appropriate DSCC Personnel Security Office by clicking on the Submit button.  When an email with completed form appears, click the ENCRPYT option then click SEND.  
TIER 3 (INSIDE CONTRACTOR) ID CARD & KEY CARD REQUEST INSTRUCTIONS
DSCC TIER 3 (INSIDE CONTRACTOR) ID CARD REQUEST(Continued)
Once notified of approval the Trusted Agent or Verifying Official as the sponsor will:
1. Notify the applicant.
2. Schedule an appointment at the Pass and ID office using the ID scheduler website: https://centerwide.dscc.dla.mil/badgescheduler/Intro1.aspx, The Pass & ID office is located in Bldg. 52. Normal Hours of Operation: M-F - 0745-1500 hours. 
3. Once an appointment is made sponsor the applicant as a visitor in the Visitor Notification System: https://centerwide.dscc.dla.mil/visitor/Secure/Details.aspx] . The Pass & ID Office will process the request for issue of the Tier 3, or Contractor Key Card in accordance with (IAW) ADMSOP #37 (Internal Procedures for the Pass & ID Office).
4.  Applicant must ensure that the proper documentation is provided at the Pass & ID office.  
OBTAINING THE ID or KEY CARD:
       PDF (DSCC) 
PAGE 2 OF 2
PREVIOUS EDITIONS ARE OBSOLETE
DSCC FORM 2310-2, APR 2014 (EF)
ID OR KEY CARD DETERMINATION
1. Tier 2, Outside Contractor ID card will be issued to contractors who do not require building or DoD network access.  Submit request on DSCC Form 2310-1.
2. Tier 3, Inside Contractor ID card will be issued to contractors who require building access but do not require DoD network access.  Submit request on DSCC Form 2310-2.
3. In accordance with DoD Policy, contractors that meet one of the following criteria will be issued a Common Access Card (CAC):
(a) The individual requires access to multiple DoD facilities or access to multiple non-DoD Federal facilities on behalf of the Department on a recurring basis for a period of 6 months or more (this requirement is applicable to DoD contractors only).
(b) The individual requires both access to a DoD facility and access to DoD networks on site or remotely.  
(c) The individual requires remote access to DoD networks that use only the CAC logon for user authentication.
4.  Contractors receiving a CAC will be issued a Contractor Key Card.  Submit request on DSCC Form 2310-2.
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