[bookmark: _GoBack][image: ]
image1.png
lamer (2

File ~ Prnt v E-mail Bum v Open v 0‘

Please read the following and check the checkbox for acknowledgement.

DOD NOTICE AND CONSENT BANNER
You are accessing a U.S. Government (USG) Information System (IS) that is provided for USG-authorized use only.
By using this IS (which includes any device attached to this IS), you consent to the following conditions:

- The USG routinely intercepts and monitors communications on this IS for purposes including, but not limited to, penetration testing, COMSEC monitoring, network operations and
defense, personnel misconduct (PM), law enforcement (LE), and counterintelligence (CI) investigations.

- At any time, the USG may inspect and seize data stored on this IS.

- Communications using, or data stored on, this IS are not private, are subject to routine monitoring, interception, and search, and may be disclosed or used for any USG-authorized
purpose.

- This IS includes security measures (e.g., authentication and access controls) to protect USG interests--not for your personal benefit or privacy.

- Notwithstanding the above, using this IS does not constitute consent to PM, LE, or CI investigative searching or monitoring of the content of privileged communications, or work
product, related to personal representation or services by attomeys, psychotherapists, or clergy, and their assistants. Such communications and work product are private and
confidential.

[7] Tacknowledge and accept the above access statement.

User Name

Password

Notice: This is an Official U.S. Government internet system for authorized use only. Do not Discuss, Enter, Transfer, Process, o Transmit Classified/Sensitive National Security
information of greater sensitivity than that for which this system is authorized. Use of this system constitutes consent to security testing and monitoring. You are further advised that
system administrators may provide evidence of possible criminal activity identified during such monitoring to appropriate law enforcement officials. Unauthorized attempts to upload,
download or change information on this system is strictly prohibited and may be punishable under the Computer Fraud and Abuse Act of 1987, the National Information Infrastructure
Protection Act of 1996, and United States Code Title 18, section 1030. Under the Privacy Act of 1074, you must safeguard personnel information retrieved through this system.
Disclosure of information is governed by Title 5, United State Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable services directives.
Information contained herein is exempt from mandatory disclosure under the FOIA. Exemption(s) 6 and 7c apply.

1f you do not consent to monitoring, exit this system now. Unauthorized use could result in criminal prosecution.
1f you experience problems using ISFD, please call Customer Service at 1-888-282-7682.
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