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Privacy Act Statement

U.S.C. 301, 302; 10 U.S.C. 5013, 133, 503, 504, 508, 510, 591, 600, 716, 1071, 1072, 1073, 1074, 1076, 1077, 1078, 1079, 1080, 1081, 1082, 1083, 1084, 1085, 1086,
0. 10450, E.0. 12107, E.0. 9397(SSN), as amended, SORN NO113(

Purpose(s): To manage and contribute to the recruitment of qualfied men and women for officer programs and the regular and reserve components of the Navy. To ensure quality military
recruitment and to maintain records pertaining o the applicant’s personal profile for purposes of evaluation for fitness for commissioned service. To provide historical data for comparison of
current applicants with those selected in the past.

Routine Use(s): This information will be accessed by recruiters and DON officials with a need to know in support of requests for enlistment in the U.S. Navy. Information may also be
released to officials and employees of other departments and agencies of the Executive Branch of government, upon request, in the performance of their official duties related to the
management and quality military recruitment.

Disclosure: Providing information is voluntary; however, failure to provide requested information may result in an inability to process your application.

FOR OFFICIAL USE ONLY-PRIVACY ACT SENSITIVE: Any misuse or unauthorized disclosure of this information may result in both criminal and civil penalties.

Agency Disclosure Statement

‘The public reporting burden for this collection of information is estimated to average 60 minutes per response; including the time for reviewing instructions, searching existing sources,
gathering and monitoring the data needed, and completing and reviewing the collection for information. Send comments regarding this burden estimate or any other aspect of this collection
of information, including suggestions for reducing the burden, to the Department of Defense, Washignton Headquarters Services, Executive Services Directorate, Information Management
Division, 4800 Mark Center Drive, East Tower, Stite 02G09, Alexandria, VA 22350-3100 (OMB 0703-XXXX). Respondents should be aware that notwithstanding any other provision of law,
no person shall be subject to any penalty for failing to comply with a collection of information if it does not display a currently valid OMB control number.
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You are accessing a U.S. Government (USG) Information System (IS) that is provided for USG-authorized use only. By using this IS (which includes any device attached to this IS), you
consent to the following conditions:

‘The USG routinely intercepts and monitors communications on this IS for purposes including, but not limited to, penetration testing, COMSEC monitoring, network operations and
defense, personnel misconduct (PM), law enforcement (LE), and counterintelligence (CI) investigations.

« At any time, the USG may inspect and seize data stored on this IS.

« Communications using, or data stored on, this IS are not private, are subject to routine monitoring, interception, and search, and may be disclosed or used for any USG-authorized
purpose.

« This IS includes security measures (e.q., authentication and access controls) to protect USG interests--not for your personal benefit or privacy.
« Notwithstanding the above, using this IS does not constitute consent to PM, LE or CI investigative searching or monitoring of the content of privileged communications, or work

product, related to personal representation or services by attorneys, psychotherapists, or clergy, and their assistants. Such communications and work product are private and
confidential. See User Agresment for details.

The U.S. Department of Defense is commited to making its electronic and information technologies accessable to individules with disabilites in accordance with Section 508 of the
Rehabilitation Act (20 USC 704d) as amended in 1998.
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