[bookmark: _GoBack]Information to be included within the email portion that invites the users to participate in the survey:  

You have been identified as a user that currently uses or has used in the past the active sync connection to connect to NASA email using a Non NASA furnished device.  NASA is planning to eliminate this connection from the landscape in order to better secure NASA data and networks and to decrease the number of unauthorized devices.  NASA is currently evaluating options that would allow identified, approved NASA users to install the current MDM MaaS360 secure container on their personal device in order to continue accessing NASA email.  

If this evaluation proves to be a viable option we need to know the number of individuals who would be willing to install the MDM MaaS360 on their personal device given the terms of use.  Please take a moment to answer a 4 question survey so that we can properly evaluate the situation and solutions available.  

We estimate that it will take no more than 10 minutes to complete. Use of this form is optional. Please note that an agency may not conduct or sponsor, and a person is not required to respond to, a collection of information unless it displays a currently valid OMB control number. The OMB control number associated with this collection is 2700-153.


Link to Survey Inserted Here

_________________________________________________________________________________________________

Question 1:  What is your home Center? 
User will select their Center from a drop-down list.

Question 2:  Is the mobile device you currently use to access NASA email a NASA furnished device (not ACES), a corporate furnished device, a Partner furnished device or your own personal device? 
User will select their device association from drop-down menu.

Question 3:  What type of smartphone or tablet do you use?
User will select their device type from drop-down menu/

Question 4:  If a personally owned device is connected to NASA’s email or network through MDM, NASA will have the ability to “wipe” data (including non-NASA data)  from the device at any time, modify device settings, and may have to confiscate the device if it is necessary to deal with a data breach, law enforcement investigation, or legal discovery.  Would you be willing to accept these conditions as part of using an MDM solution?

User would select answer (Yes/No) from drop-down menu.  
