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eSecure Flight 2-Factor Authentication Process Survey


Secure Flight is looking into additional 2-Factor Authentication (2FA) options for users accessing eSecure Flight (eSF).  The option requires installation of a publically available alternate authenticator that is available at no cost to the user and would work behind most firewalls and through virtual private networks (VPN).

Please reply to sender, SecureFlight@tsa.dhs.gov, with a “Yes” or “No” only response to the following question. You are not required to respond, but if you do, please do so by MM/DD/YYYY.

Question: Would eSF users at your airline/airport be permitted to install a no cost, publically available alternate authenticator on their personal or company devices for use as part of their 2FA process when logging into eSF?

Response 1:  Yes.  The eSF users at my airline/airport would be permitted to install an alternate authenticator on their personal or company devices for use as part of their 2FA process when logging into eSF.

Response 2:  No.  The eSF users at my airline/airport would not be able to install an alternate authenticator on their personal or company devices for use as part of their 2FA process when logging into eSF.



Paperwork Reduction Act Statement: TSA is collecting this information to improve access to eSecure Flight. The public burden for this voluntary collection of information is estimated to be approximately 1 minute. An agency may not conduct or sponsor, and persons are not required to respond to a collection of information, unless it displays a valid OMB control number. The OMB control number assigned to this collection is 1652-0058, which expires 07/31/2019. Send comments regarding this burden estimate or collection to: TSA-11, Attention: PRA 1652-0058, Secure Flight & Crew Vetting Program_ Survey, 601 South 12th Street, Arlington, VA 20598-6011.


