
PRIVACY ACT STATEMENT: This information system is associated with the following System of Records Notice: XXX-XXXX.

Authority: Executive Order (EO) 12829, “National Industrial Security Program” 

Purpose and Routine Uses: Information provided will be used to support DSS’ oversight mission of cleared industry. Information is used to 

process companies for facility clearances, initiate and monitor personnel security clearances (PCL), and evaluate the validity of facility 

clearances. Personally Identifiable Information (PII) is collected through and stored within this system to process key management personnel 

(KMP) for PCL, contact security personnel at cleared companies, conduct security oversight activities of cleared industry, and assist in submission

of culpability reports for security violations. Information is For Official Use Only.  

   Specifically, individuals who may access information fall in to the four categories below:

   DSS: Authorized DSS personnel may be issued an Internal NISS user account; those individuals will have access to Personal Identification Data 

(PID) information.  The primary users are the members of the security oversight team, many of whom are located across the country in DSS Field 

Offices.  These individuals maintain information of those facilities participating in the NISP.  The DoD Security Service Centers located in Fort 

Meade, MD and Quantico, VA has access to information for facility verification purposes.  NISS captures name, SSN; date of birth, place of birth, 

citizenship data, and security clearance information of Key Management Personnel at each facility and culpable persons of a security violation.  

Additionally, DSS collects and records the name and contact information (telephone number, email address, facsimile number, mailing address) 

of company individuals who support the security program.  Finally, name, security clearance level, and job titles are recorded for select 

individuals interviewed by DSS Industrial Security Specialists during oversight activities.

   DoD: Information provided to Facility Clearance Verifier external users at a given DoD agency will include core facility clearance information 

and facility contact information, including classified mailing addresses as applicable.  For Facility Clearance (FCL) Verification Requests for all 

external users, Facility Security Officer (FSO) name and telephone number will be available for any valid company searched.  Special requests for 

additional information may be made, and these requests will be coordinated and adjudicated in accordance with Agency standard procedures.

   Other Federal Agencies: Information provided to Facility Clearance Verifier external users at a given external federal agency will include core 

facility clearance information and facility contact information, including classified mailing addresses as applicable.  For FCL Verification Requests 

for all external users, FSO name and telephone number will be available for any valid company searched.  Special requests for additional 

information may be made, and these requests will be coordinated and adjudicated in accordance with Agency standard procedures.

   Industry: Information provided to Security Staff External users at a given facility will include detailed facility clearance information and 

correspondence with DSS.  Only External Industry users who have a valid requirement for access to the facility’s information (e.g., the Industry 

user is a key member of the security team for a given facility) will be granted access to that facility’s detailed information.  For general FCL 

information requests for all Facility Clearance Verifier users, core facility information and FSO name and telephone number will be available for 

any valid company searched.

Disclosure: Voluntary. However, failure to disclose information may inhibit a company’s participation in the National Industrial Security Program.


