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Who must comply? The information collected in the National Counter-Improvised Explosive 
Device Capabilities Analysis Database (NCCAD) is voluntarily submitted by 
State, Local, Tribal, and Territorial (SLTT) law enforcement stakeholders.

What is this collection
about?

The NCCAD provides SLTT law enforcement stakeholders a method to 
identify their level of capability to prevent, protect, mitigate, and respond to an
IED threat.  It also provides Federal stakeholders an overarching view of the 
Nation’s collective counter-IED capabilities.

Where do I find the
requirements for this

information?

Under the Homeland Security Presidential Directive-19 (HSPD-19):  
Combating Terrorist Use of Explosives in the United States, the Department 
of Homeland Security (DHS) was mandated to have a regularly updated 
assessment of domestic explosives-related capabilities.  The President’s 
Policy Directive-17 (PPD-17):  Countering Improvised Explosive Devices 
reaffirms the 2007 Strategy for Combating Terrorist Use of Explosives in the 
United States.  It provides guidance to update and gives momentum to our 
ability to counter threats involving improvised explosive devices (IEDs).

HSPD-19 and PPD-17 is restricted from public view.  All requests for 
distribution should be faxed to the NSS Senior Director for Records and 
Access Management at (202) 456-9200.

How is the information
submitted?

All responses are collected via electronic means via the NCCAD.  The CISA 
Office of Bomb Prevention personnel also facilitate the data collection by 
assisting users via in-person or virtual interactions.

What happens when
complete information is

received?

After entering data into NCCAD, users can generate reports which identify 
their current capabilities, existing gaps, and recommendations for closing 
gaps. These reports allow users to identify the most efficient and effective 
purchases of resources to close gaps.  CISA uses the data collected to 
develop a snapshot of the counter-IED capabilities across the Nation.

For additional information, 
contact--

For specific questions related to collection activities, please contact Jenny 
Margaros at JENNY.MARGAROS@HQ.DHS.GOV.

Paperwork Burden Disclosure Notice:
Public reporting burden for this data collection is estimated to take 2 hours per response for Full Assessments and 0.5 hours per response for Annual 
Updates.  The burden estimate includes the time reviewing instructions, searching existing data sources, gathering and maintaining the data needed, 
and completing and submitting this form.  This collection of information is required to obtain or retain benefits.  You are not required to respond to this 
collection of information unless a valid OMB control number is displayed on this form.  Send comments regarding the accuracy of the burden estimate 
and any suggestion for reducing the burden to:  Information Collections Management, DHS/CISA/IP, Mail Stop 8540, 245 Murray Lane SW, Washington,
DC 20528-8540, ATTN: PRA 1670-NEW.  NOTE:  DO NOT send your completed form to this address.

Privacy Notice: 
Authority:  Title II of the Homeland Security Act of 2002 (Public Law 107-296) and Presidential Policy Directive/PPD-21 Critical Infrastructure Security 
and Resilience authorizes the collection of this information.            
Purpose:  The purpose of this collection is to identify the types of stakeholders that participate in the NCCAD assessment; to determine how the NCCAD 
assessment supports stakeholders’ mission; and to determine the extent to which the NCCAD assessment needs to be adjusted to meet stakeholders’ 
needs.    
Routine Uses:  The information collected will be used by and disclosed to DHS personnel and contractors. Aggregate information may be shared with 
the FBI and the Technical Support Working Group (TSWG) of the Combatting Terrorism Technical Support Office (CTTSO).    
Disclosure:  Providing this information is voluntary, and all responses are kept anonymous. If you choose not to provide this information, your feedback 
will not be considered in future updates to the NCCAD assessment.
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An agency may not conduct or sponsor, and a person is not required to respond to a collection of information unless it
displays a valid OMB control number.
The Coast Guard estimates that the average burden per response for this report varies per information collection—about 
1.5 hours for a new tank vessel VCS submission; and 2 hours for a certifying entity submission; and up to 7 hours for a 
VCS facility response.  You may submit any comments concerning the accuracy of this burden estimate or any 
suggestions for reducing the burden to: Commandant (CG-ENG), U.S. Coast Guard Stop 7509, 2703 Martin Luther King 
Jr Ave SE, Washington, DC 20593-7509 or Office of Management and Budget, Paperwork Reduction Project (1625-
0060), Washington, DC 20503.


