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PRIVACY IMPACT ASSESSMENT (PIA)    
PRIVACY IMPACT ASSESSMENT
PRESCRIBING AUTHORITY:  DoD Instruction 5400.16, "DoD Privacy Impact Assessment (PIA) Guidance".  Complete this form for Department of Defense (DoD) information systems or electronic collections of information (referred to as an "electronic collection" for the purpose of this form) that collect, maintain, use, and/or disseminate personally identifiable information (PII) about members of the public, Federal employees, contractors, or foreign nationals employed at U.S. military facilities internationally.  In the case where no PII is collected, the PIA will serve as a conclusive determination that privacy requirements do not apply to system.
PRESCRIBING AUTHORITY:  DoDI 5400.16
SECTION 1: PII DESCRIPTION SUMMARY (FOR PUBLIC RELEASE) 
  SECTION 1: PII DESCRIPTION SUMMARY (FOR PUBLIC RELEASE) 
  a.  The PII is: (Check one.  Note: foreign nationals are included in general public.)
  b.  The PII is in a: (Check one)
  e.  Do individuals have the opportunity to object to the collection of their PII?
 e.  Do individuals have the opportunity to object to the collection of their PII?
     (1) If "Yes," describe the method by which individuals can object to the collection of PII.
     (1) If "Yes," describe method by which individuals can object to the collection of PII.
     (2) If "No," state the reason why individuals cannot object to the collection of PII. 
     (2) If "No," state the reason why individuals cannot object to the collection of PII. 
  f.  Do individuals have the opportunity to consent to the specific uses of their PII?
 f.  Do individuals have the opportunity to consent to the specific uses of their PII?
     (1) If "Yes," describe the method by which individuals can give or withhold their consent.
     (1) If "Yes," describe the method by which individuals can give or withhold their consent.
     (2) If "No," state the reason why individuals cannot give or withhold their consent.
     (2) If "No," state the reason why individuals cannot give or withhold their consent.
  g.  When an individual is asked to provide PII, a Privacy Act Statement (PAS) and/or a Privacy Advisory must be provided.  (Check as appropriate and 
       provide the actual wording.)
 g.  When an individual is asked to provide PII, a Privacy Act Statement (PAS) or a Privacy Advisory must be provided.  (Check as appropriate and  provide the actual wording.)
  h.  With whom will the PII be shared through data exchange, both within your DoD Component and outside your Component?  (Check all that apply) 
 h.  With whom will the PII be shared through data exchange, both within your DoD Component and outside your Component?  (e.g., other DoD  Components, Federal Agencies)?  (Check all that apply) 
  i.  Source of the PII collected is: (Check all that apply and list all information systems if applicable)
 i.  Source of the PII collected is: (Check all that apply and list all information systems if applicable)
  j. How will the information be collected?  (Check all that apply and list all Official Form Numbers if applicable)
 j. How will the information be collected?  (Check all that apply and list all Official Form numbers if applicable)
  k.  Does this DoD Information system or electronic collection require a Privacy Act System of Records Notice (SORN)?  
 
   A Privacy Act SORN is required if the information system or electronic collection contains information about U.S. citizens or lawful permanent U.S. residents that 
   is retrieved by name or other unique identifier.  PIA and Privacy Act SORN information must be consistent.
   If "Yes," enter SORN System Identifier  
   SORN Identifier, not the Federal Register (FR) Citation.  Consult the DoD Component Privacy Office for additional information or http://dpcld.defense.gov/
   Privacy/SORNs/
             or
 SORN Identifier, not the Federal Register (FR) Citation.Consult the DoD Component Privacy Office for additional information or http://dpcld.defense.gov/   Privacy/SORNs/
    If a SORN has not yet been published in the Federal Register, enter date of submission for approval to Defense Privacy, Civil Liberties, and Transparency     Division (DPCLTD).  Consult the DoD Component Privacy Office for this date
  l. What is the National Archives and Records Administration (NARA) approved, pending or general records schedule (GRS) disposition authority for      the system or for the records maintained in the system?
 l. What is the National Archives and Records Administration (NARA) approved, pending or general records schedule (GRS) disposition authority for    the system or for the records maintained in the system?
       (1) NARA Job Number or General Records Schedule Authority.
      (2)  If pending, provide the date the SF-115 was submitted to NARA.
   n. Does this DoD information system or electronic collection have an active and approved Office of Management and Budget (OMB) Control
       Number?
 
       Contact the Component Information Management Control Officer or DoD Clearance Officer for this information. This number indicates OMB approval to
       collect data from 10 or more members of the public in a 12-month period regardless of form or format. 
n. Does this DoD information system or electronic collection have an active and approved OMB Control Number?
SECTION 2:  PII RISK REVIEW
SECTION 2:  PII RISK REVIEW
   a.  What PII will be collected (a data element alone or in combination that can uniquely identify an individual)? (Check all that apply) 
    a.  What PII will be collected (a data element alone or in combination that can uniquely identify an individual)? (Check all applicable) 
   If the SSN is collected, complete the following questions.
 
   (DoD Instruction 1000.30 states that all DoD personnel shall reduce or eliminate the use of SSNs wherever possible.  SSNs shall not be used in spreadsheets,
   hard copy lists, electronic reports, or collected in surveys unless they meet one or more of the acceptable use criteria.)
 
         (1)  Is there a current (dated within two (2) years) DPCLTD approved SSN Justification on Memo in place? 
If the SSN is collected, complete the following questions.
         (4)  Has a plan to eliminate the use of the SSN or mitigate its use and or visibility been identified in the approved SSN Justification request? 
 
                If "Yes," provide the unique identifier and when can it be eliminated?
                If "No," explain. 
(4)  Has a plan to eliminate the use of the SSN or mitigate its use and or visibility been identified in the approved SSN Justification request? 
   b. What is the PII confidentiality impact level2?
     b. What is the PII confidentiality impact level2?
   c.  How will the PII be secured?
   c.  How will the PII be secured?
         (1) Physical Controls.  (Check all that apply)
       (1) Physical controls.  (Check all that apply)
         (2) Administrative Controls.  (Check all that apply)
 (2) Administrative Controls.  (Check all that apply)
         (3) Technical Controls.   (Check all that apply)     
(3) Technical Controls.   (Check all that apply)     
SECTION 3: RELATED COMPLIANCE INFORMATION
SECTION 3: RELATED COMPLIANCE INFORMATION
   a. Is this DoD Information System registered in the DoD IT Portfolio Repository (DITPR) or the DoD Secret Internet Protocol Router Network   
       (SIPRNET) Information Technology (IT) Registry or Risk Management Framework (RMF) tool3?
   a. Is this DoD Information System (IS) registered in the DITPR or the DoD Secret Internet Protocol Router Network (SIPRNET) Information Technology (IT) Registry or Risk Management Framework (RMF) tool3?
   b.  DoD information systems require assessment and authorization under the DoD Instruction 8510.01, “Risk Management Framework for DoD 
        Information Technology”. 
 
        Indicate the assessment and authorization status:
b.  DoD information systems require assessment and authorization under the DoD Instruction 8510.01, “Risk Management Framework for DoD Information Technology”.
   c.  Does this DoD information system have an IT investment Unique Investment Identifier (UII), required by Office of Management and Budget (OMB)
        Circular A-11?       
    c.  Does this DoD information system have an IT investment Unique Investment identifier (UII), required by Office of Management and Budget (OMB) Circular A-11?       
         If "Yes," Enter UII 
 If unsure, consult the component IT Budget Point of Contact to obtain the UII 
3Guidance on Risk Management Framework (RMF) tools (i.g., eMASS, Xacta, and RSA Archer) are found on the Knowledge Service (KS) at https://rmfks.osd.mil.
3Guidance on Risk Management Framework (RMF) tools (i.g., eMASS, Xacta, and RSA Archer) are found on the Knowledge Service (KS) at https://rmfks.osd.mil.
SECTION 4:  REVIEW AND APPROVAL SIGNATURES
 
Completion of the PIA requires coordination by the program manager or designee through the information system security manager and privacy representative at the local level.  Mandatory coordinators are: Component CIO, Senior Component Official for Privacy, Component Senior Information Security Officer, and Component Records Officer. 
SECTION 4:  REVIEW AND APPROVAL SIGNATURES
 
Publishing:  Only Section 1 of this PIA will be published. Each DoD Component will maintain a central repository of PIAs on the Component's public Web site.
                     DoD Components will submit an electronic copy of each approved PIA to the DoD CIO at: osd.mc-alex.dod-cio.mbx.pia@mail.mill.
 
                     If the PIA document contains information that would reveal sensitive information or raise security concerns, the DoD Component may restrict the 
                     publication of the assessment to include Section 1.
Publishing
9.0.0.2.20120627.2.874785
DD 2930, Privacy Impact Assessment (PIA), Jun 2017
Marine Corps Manpower and Reserve Affairs (M&RA), Business and Support Services Division (MR)
From both members of the general public and Federal employees and/or Federal contractors
 Existing DoD Information System
To manage and administer personnel information for all Marine Corps Community Services (MCCS) applicants, personnel, retirees, and contingent workers.  MCCS HRMS is the official repository of personnel records, reports of personnel actions, and the documentation required in connection with these actions.  Information is maintained to:  manage personal, employment, and job-related functions pertaining to recruiting and human resources management; track job announcements, applicants and recruiting actions, manpower, grades, and personnel actions; maintain and extract Equal Employment Opportunity (EEO) reportable data; determine status, eligibility, and employee rights and benefits; administer benefit plan enrollments; project and disburse pension plan funds to retirees; manage and monitor time and attendance and labor distribution; compute employees' pay entitlements and deductions and issue payroll checks for amounts due; review earnings records; withhold amounts due for Federal, state, and city taxes, remit withholdings to the taxing authorities, and report earnings and tax collections; maintain current applicable suitability, background check(s), and security clearance completion information; track attendance at training courses; and provide authorized personnel services.Types of information collected includes:  General personal identification information to include Social Security Number/National ID number, contact information, employment application information, employment information, education and qualifications information, military information as part of employment history, citizenship information, timekeeping information to include biometrics for verification on time collection device, payroll information, benefits information including identified dependents and beneficiary information, employment suitability, background check and security clearance information, emergency contact information, disability information, and separation and retirement information.
Verification and identification - pay, benefits, and management of the workforce.Data matching - Personal, employment, and job-related data for each employee related to recruiting andhuman resources management.Intended use is for: Administrative Use.
Yes
No
Individual; Official personnel folder; Time Collection Device (internal to HRMS); benefit vendors to include:  Continental National American Group, Fidelity, and AFLAC; and Federal and State entities.
Yes
Penidng
Other is information required for employment applications, background checks, licenses and certifications, time and attendance data, labor distribution data, and separation and retirement data.  Time and attendance data and labor distribution data includes name, work location, job order number, task orders, leave accrual data, occupational series, grade, pay period identification, time card certification information, special pay categories, and work schedule.  Financial information includes direct deposit bank information and pay related information (taxes, deductions, earnings, and leave).  Spouse and child information includes name, SSN/National ID, contact information, date and location of birth, and date of death for benefits administration.  PHI and Medical Information includes enrollments in benefit plans, coverage codes, and family members covered; it also includes FMLA related job entry designations.  Employment information includes employment status and history, and compensation history.  Emergency contact includes name and contact information.  Official Military Personnel File/Military records are not stored; however, military service dates, orders as it relates to leave of absence, calls to active duty, and documentation (DD-214, "Certificate of Release or Discharge from Active Duty") are stored.  Disability information is voluntary and is used for required EEO reporting.  Legal Status includes information on U.S. Citizenship.  Mother's maiden name is collected for password recovery purposes only.  
Yes
No
The SSN is the primary unique identifier for each and every individual assigned. The SSN is required for verification of security clearances, integrations with other DOD systems that require SSN (including but not limited to DMDC for CAC processing), confirmation of employment eligibility, administration of workers compensation and validation, benefits processing including the Affordable Care Act, and Federal and State Income Tax Programs rely on the use of SSN for W2 and Tax Reporting purposes for payroll. SSNs are also required for interactions with  financial institutions and benefits institutions that administer the MCCS employee benefits program including health benefits, Flexible Spendings Accounts (FSA), life insurance, Savings, and Retirement plans.
High
Please see attached document.  
Projected date of completion is 10/30/2018; MCCS is in the process of implementing necessary security controls to obtain an ATO.
Yes
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	CurrentPage: 
	PageCount: 
	1. DOD INFORMATION SYSTEM/ELECTRONIC COLLECTION NAME: NAF Human Resource Management System - HRMS
	 2. DOD COMPONENT NAME: Department of the Navy/United States Marine Corps
	3. PIA  APPROVAL DATE: 2018-06-26
	(2) If an assessment and authorization is not using RMF, indicate the projected transition date.: 
	         If "Yes," UII : By providing information, individual consent is given.  Individuals may decline to provide information required for employment and job related data with the organization; however, failure to provide the information may result in ineligibility for employment and related benefits.  Individuals may decline to provide PII for background checks; however, failure to provide information may result in inability to participate in related activities.  Personnel may decline to provide individual, dependent, and beneficiary information for health care, dental, and life insurance benefits and enroll with the provider directly or decline these benefits.  Dependents and beneficiaries do not have an opportunity to object to their information being provided for health care, dental, and life insurance benefit purposes.     
	         If "Yes," UII : By providing information, individual consent is given.  Individuals are provided opportunities to make changes to benefits selected during qualifying events.    
	         If "Yes," UII : Authority:  10 U.S.C. 5013; 10 U.S.C. 5042; 5 U.S.C. Chapters 11, 13, 29, 31, 33, 41, 43, 51, 53, 55, 61, 63, 71, 72, 75, 83, and 99; 5 U.S.C. 7201; 10 U.S.C. 136; E.O. 9830, as  amended; 29 CFR 1614.601; 10 U.S.C. 1588; DoDI 1400.25; DoDD 1400.25; SECNAVINST 12250.6A; MCO P12000.11A, as amended; MCO 1710.30; MCO 5380.2; E.O. 9397 (SSN), as amended; and SORNs OPM/GOVT-1, N12293-1, NM07010-1, NM07421-1, and NM01754-3.Purpose:  To evaluate applicant qualifications and suitability for employment with Marine Corps Community Services (MCCS) and upon employment, data management and administration of personnel actions, benefits, payroll processing, retirement plans, and reporting and documentation required in connection with these actions.Routine Uses:  To MCCS personnel with a need-to-know to meet the purpose.  In addition, a complete list and explanation of applicable routine uses are included in SORNs OPM/GOVT-1, “General Personnel Records,” accessed at http://dpcld.defense.gov/Privacy/SORNsIndex/DOD-wide-SORN-Article-View/Article/570733/opmgovt-1/; N12293-1, “Human Resources Civilian Portfolio,” accessed at http://dpcld.defense.gov/Privacy/SORNsIndex/DOD-wide-SORN-Article-View/Article/570405/n12293-1/, NM07010-1, “DON Non-Appropriated Funds Standard Payroll System,” accessed at http://dpcld.defense.gov/Privacy/SORNsIndex/DOD-wide-SORN-Article-View/Article/570452/nm07010-1/; NM07421-1, “Time and Attendance Feeder Records,” accessed at http://dpcld.defense.gov/Privacy/SORNsIndex/DOD-wide-SORN-Article-View/Article/570455/nm07421-1/; and NM1754-3, “DON Child and Youth Program,” accessed at  http://dpcld.defense.gov/Privacy/SORNsIndex/DOD-wide-SORN-Article-View/Article/570428/nm01754-3/.     Disclosure:  Providing information is voluntary; however, failure to provide the information may result in ineligibility for employment, related benefits, and participation in related activities.  
	         If "Yes," UII : 1
	         If "Yes," UII : 1
	         If "Yes," UII : 1
	         If "Yes," UII : 1
	         If "Yes," UII : 0
	         If "Yes," UII : 1
	         If "Yes," UII : 1
	         If "Yes," UII : 1
	         If "Yes," UII : N12293-1; NM07010-1; NM07421-1; OPM/GOVT-1; NM1754-3; and pending approval of Marine Corps specific SORN
	         If "Yes," UII : The 60 Day Notice has been submitted and is under review; it has not published in the Federal Register as of  6.11.18.29 Jun 18 - OMB Package has been reviewed by USMC IMCO (Wanda Austin) and forwarded to DON IMCO for review and submission to DoD.
	         If "Yes," UII : Cindy Whitman Lacy, MR Director dtd August 30, 2017
	         If "Yes," UII : Confirmation of Employment EligibilityInteractions With Financial InstitutionsFederal Taxpayer Identification NumberSecurity Clearance Investigation or VerificationGeneva Conventions Serial NumberForeign TravelAdministration of Federal Worker's CompensationComputer MatchingLegacy System Interface
	         If "Yes," UII : Safeguards are implemented at multiple levels including the facility/building, room, and computer/file cabinet(s) in which records containing SSNs are stored.  Access to records containing SSNs is limited to person(s) responsible for servicing the record(s) in performance of their official duties and who are properly screened and cleared for need-to-know.  Annual PII training is required of all personnel.  The risk to compromise or inappropriate dissemination is further mitigated by control measures and procedures in accordance with USMC and higher headquarters policy.
	         If "Yes," UII : 000009998
	Low: MCCS HRMS Synapps; MCCS Retail Connection; MCCS Internal Forefront Identity Management System
	Low: Defense Manpower Data Center (DMDC); Army Air Force Exchange Service (AAFES); Total Workforce Management System (TWMS)
	Low: Internal Revenue Service/Social Security Administration; Thrift Savings Plan
	Low: All 50 State Offices of Taxation; Local City Tax Agencies; State Employment Agencies
	Low: Banking institutions to include:  Bank of America; benefit vendors to include:  Fidelity Investments, SEI, Aetna, PayFlex, Continental National American (CNA) Group, AON Hewitt, AFLAC, Kaiser California, Kaiser Hawaii, Kaiser Mid-Atlantic, Anthem, and other contract approved providers; and Corner Stone on Demand (Ethos Learning Management System) 
	Low: 1
	Moderate: 
	Privacy Act Statement: 1
	E-mail: 1
	E-mail: 1
	 Official Form: 0
	 Official Form: 0
	  (3) Work Telephone: 1
	  (3) Work Telephone: 1
	  (3) Work Telephone: 703-432-0440  
	  (3) Work Telephone: (703) 784-4017
	  (3) Work Telephone: (703) 784-3814
	  (3) Work Telephone: 703-692-2445
	  (3) Work Telephone: 703-693-3490
	Paper: 1
	Paper: 1
	Information Sharing - System to System: 1
	Other: 1
	Other: 0
	Other: 1
	Other: 0
	Command Access Card (CAC)      Yes: 0
	 b. No: 
	     (2)  Retention Instructions.individuals' privacy?: NAF Human Resource Management Data System:  Temporary. Destroy inactive personnel records when 25 years old.
	m.  Authority to collect information.: OPM/GOVT-1:  General Personnel Records  (December 11, 2012,  77 FR 79694)Authority for Maintenance of the System:  5 U.S.C. 1302, 2951, 3301, 3372, 4118, 8347, and E. O. 9397 (SSN), as amended.N12293-1:  Human Resources Civilian Portfolio  (May 02, 2012,  77 FR 25993)Authority for Maintenance of the System:  5 U.S.C. 301, Department Regulations; 5 U.S.C. Chapters 11, Office of Personnel Management; 13, Special Authority; 29, Commissions, Oaths and Records; 31, Authority for Employment; 33, Examination Selection, and Placement; 41, Training; 43, Performance Appraisal; 51, Classification; 53, Pay Rates and Systems; 55, Pay Administration; 61, Hours of Work; 63, Leave; 72, Antidiscrimination, Right to Petition Congress; 75, Adverse Actions; 83, Retirement; 99, Department of Defense National Security Personnel System; 5 U.S.C. 7201, Antidiscrimination Policy; 10 U.S.C. 136, Under Secretary of Defense for Personnel and Readiness; E.O. 9830, Amending the Civil Service Rules and Providing for Federal Personnel Administration, as amended; 29 CFR 1614.601, EEO Group Statistics; SECNAV Instruction 12250.6A, Civilian Human Resources Management in the Department of the Navy; and E.O. 9397 (SSN), as amended.NM07421-1:  Time and Attendance Feeder Records  (August 15, 2007,  72 FR 45798)Authority for Maintenance of the System:  5 U.S.C. 301, Departmental Regulations; 10 U.S.C. 5013, Secretary of the Navy; 10 U.S.C. 5041, Headquarters, Marine Corps; and E.O. 9397 (SSN), as amended.NM07010-1:   DON Non-Appropriated Funds Standard Payroll System  (June 16, 2014,  79 FR 34305)Authority for Maintenance of the System:  10 U.S.C. 5013, Secretary of the Navy; CNICINST-7000.3, Accounting Procedures for Non-Appropriated Funds; and E.O. 9397 (SSN), as amended.NM01754-3:  DON Child and Youth Program  (May 27, 2010,  75 FR 29728)Authority for Maintenance of the System:  10 U.S.C. 5013, Secretary of the Navy; 10 U.S.C. 5041, Headquarters, Marine Corps; DoD Instruction 6060.2, Child Development Programs; DoD Instruction 6060.3, School Age Care Program; DoD Instruction 6060.4, Youth Programs; OPNAV Instruction 1700.9 series, Child and Youth Programs; Marine Corps Order 1710.30, Marine Corps Child and Youth Programs (CYP); and E.O. 9397 (SSN), as amended.In addition to those authorities listed, draft SORN will include: 10 U.S.C. 1588, Authority to Accept Certain Voluntary Services; DoD Instruction 1400.25, DoD Civilian Personnel Management System; DoD Directive 1400.25, DoD Civilian Personnel Management System; MCO P12000.11A, Marine Corps NAF Personnel Policy Manual, as amended; and MCO 5380.2, Marine Corps Volunteer Services Management.
	High: 
	Cipher Locks: 0
	Closed Circuit TV (CCTV): 1
	Combination Locks: 0
	Identification Badges: 1
	Key Cards: 1
	Safes: 0
	Security Guards: 1
	If "Other," describe how the PII will be secured.: Other is PKI enabled proximity readers.
	If "Other," describe how the PII will be secured.: Perimeter Firewall and IDS only; no logical separation yet.
	Backups Secured Off-site: 1
	 Encryption of Backups : 1
	Methods to Ensure Only Authorized Personnel Access to PII: 1
	Periodic Security Audits: 1
	Regular Monitoring of Users' Security Practices: 1
	Biometrics: 0
	 Virtual Private Network (VPN): 1
	 Virtual Private Network (VPN): 0
	 Virtual Private Network (VPN): 1
	 Virtual Private Network (VPN): 1
	 Encryption of Data at Rest: 1
	 Encryption of Data in Transit : 0
	 Firewall: 1
	 Userd Only for Privileged (Elevated Roles: 1
	 Userd Only for Privileged (Elevated Roles: 0
	 Userd Only for Privileged (Elevated Roles: 0
	 Role-Based Access Controls : 0
	 Other: 0
	Yes, DITPR : 1
	DITPR System Identification Number: 4691 
	Yes, SIPRNET: 0
	SIPRNET Identification Number: 
	No: 1
	No: 0
	RMF tool Identification Number: 1142868
	Interim Authorization to Test (IATT): 0
	Interim Authorization to Test (IATT): 0
	Interim Authorization to Test (IATT): 1
	Interim Authorization to Test (IATT): 0
	Date Granted:: 2017-06-15
	 a. Program Manager or Designee Name : Melanie Waters
	 (1) Title: HRMS Program Manager 
	 (1) Title: Deputy Director CIO
	 (1) Title: USMC Privacy Program Coordinator
	 (1) Title: Chief, Cybersecurity Division
	     (2) Organization: Business & Support Services Division
	     (2) Organization: Business & Support Services Division
	     (2) Organization: Business & Support Services Division
	     (2) Organization: HQMC FOIA/PA Programs
	     (2) Organization: HQMC C4 Cybersecurity Division
	     (4) DSN: 
	 (5) E-mail address: watersm@usmc-mccs.org
	 (5) E-mail address: Douglas.Herman@usmc-mccs.org
	 (5) E-mail address: martyn.holland@usmc-mccs.org
	 (5) E-mail address: deborah.contaoi@usmc.mil
	 (5) E-mail address: ray.letteer@usmc.mil
	 (7) Date of Review: 2017-10-26
	 (7) Date of Review: 2018-06-26
	 (7) Date of Review: 2017-11-19
	     (6) Signature: 
	 b. Other Official (to be used at Component     discretion) : Douglas Herman
	     (6) Official Signature: 
	 c. Other Official (to be used at Component discretion) : Martyn Holland 
	 (7) Date of Review: 
	(6) Official Signature: 
	  d. Component Privacy Officer (CPO): Deborah Contaoi
	       (6) CPO Signature Signature: 
	 e. Component Records Officer: 
	      (6) Signature: 
	  f. Component Senior Information Security or Designee Name: Dr. Ray A Letteer
	         (6) Signature: 
	  h. Component CIO Reviewing Official Name: 
	     (6) Component CIO Signature: 
	 (7) Date of Review: 



