
AUTOMATED INSTALLATION ENTRY 

PRIVACY ACT STATMENT

PRIVACY ACT STATEMENT, as required by 5 U.S.C. 552a (e) (3)

AUTHORITY: Title 10 U.S.C. Section 3013, Secretary of the Army; Army Regulation 190-13, 
The Army Physical Security Program and E.O. 9397 (SSN).

PRINCIPAL PURPOSE(S): To provide Installation Commanders and law enforcement officials 
with means by which information may be accurately identified to determine if applicant meets 
authorized access requirements. Use of SSN is required to make positive identification of an 
applicant. Records stored in the AIE System are maintained to support Department of the Army 
physical security and information assurance programs and are used for identity verification 
purposes, to record personal data and vehicle information registered with the Department of the 
Army, and for producing installation management reports. Employed by security officials to 
monitor individuals accessing Army installations. SSN, Drivers License Number, or other 
acceptable identification will be used to distinguish individuals who request entry to Army 
installations.

ROUTINE USE(S): In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) 
of the Privacy Act, these records or information contained therein may specifically be disclosed 
outside the DoD as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:

The DoD 'Blanket Routine Uses' also apply to this system of records.

DISCLOSURE: Voluntary; however, failure to provide the requested information will result in the
denial of an authorized access pass (or equivalent) and denial of entry to Army installations.


