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Public reporting burden for this collection of information is estimated to average 4 minutes per response,
including the time for reviewing instructions, searching existing data sources, gathering and maintaining the data

needed, and completing and reviewing the collection of information. An agency may not conduct or sponsor,
and a person is not required to respond to, a collection of information unless it displays a currently valid OMB
control number. Send comments regarding this burden estimate or any other aspect of this collection of
information, including suggestions for reducing this burden to: NIH, Project Clearance Branch, 6705 Rockledge
Drive, MSC 7974, Bethesda, MD 20892-7974, ATTN: PRA (0925-0642). Do not return the completed form to this
address.

MNCI IT would like to understand your experience with using technology for your day-to-day tasks. Our goal is to
empower you with IT trainings, products, and services you need to enhance your productivity and your
contributions to the NCI mission. Please take a few minutes and let us know how we can support you.

Hi Diane, when you submit this form, the owner will be able to see your name and email address.

1.1 know how to backup and access my data.

Strongly Somewhat Somewhat Strongly
Disagree Disagree Disagree Agree Agres Agree

2. Rate your experience with STORING your data on these platforms.

| do not use this
Very Difficult Difficult Easy Very Easy tool

Box.com O J O @ )
Druva O ) @) O )
Home Drive O J O @ @)
Microsoft Teams O J O @ )
OneDrive O Q @) O O
Shared Drive

SharePoint Online

Other



3.Name any additional tools used to store data.

Enter your answer

4.1 understand the sensitivity of data that | manage.

Strongly Somewhat Somewhat Strongly
Disagree Disagree Disagree Agree Agree Agree

5.1 understand how to share and store sensitive data.

Strongly Somewhat Somewhat Strongly
Disagres Disagree Disagree Agree Agres Agree

O O O O O O

6.1 would like more information or training on the following topics. Select all that apply.
O Accessing backed up data
O Backing up data
O Data storage tools
O Identifying sensitive data

O Sharing sensitive data

7.ls there anything else you would like us to know?

Enter your answer




