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* The Standards Council of Canada (SCC) voted 
to end its Laboratory Accreditation Program for 
Substance Abuse (LAPSA) effective May 12, 1998. 
Laboratories certified through that program were 
accredited to conduct forensic urine drug testing as 
required by U.S. Department of Transportation 
(DOT) regulations. As of that date, the certification 
of those accredited Canadian laboratories will 
continue under DOT authority. The responsibility 
for conducting quarterly performance testing plus 
periodic on-site inspections of those LAPSA- 
accredited laboratories was transferred to the U.S. 
HHS, with the HHS’ NLCP contractor continuing to 
have an active role in the performance testing and 
laboratory inspection processes. Other Canadian 
laboratories wishing to be considered for the NLCP 
may apply directly to the NLCP contractor just as 
U.S. laboratories do. 

Alere Toxicology Services, 1111 Newton 
St., Gretna, LA 70053, 504–361–8989/ 
800–433–3823, (Formerly: Kroll 
Laboratory Specialists, Inc., 
Laboratory Specialists, Inc.) 

Alere Toxicology Services, 450 
Southlake Blvd., Richmond, VA 
23236, 804–378–9130, (Formerly: 
Kroll Laboratory Specialists, Inc., 
Scientific Testing Laboratories, Inc.; 
Kroll Scientific Testing Laboratories, 
Inc.) 

Clinical Reference Laboratory, Inc., 8433 
Quivira Road, Lenexa, KS 66215– 
2802, 800–445–6917 

Cordant Health Solutions, 2617 East L 
Street, Tacoma, WA 98421, 800–442– 
0438, (Formerly: STERLING Reference 
Laboratories) 

Desert Tox, LLC, 10221 North 32nd 
Street, Suite J, Phoenix, AZ 85028, 
602–457–5411 

DrugScan, Inc., 200 Precision Road, 
Suite 200, Horsham, PA 19044, 800– 
235–4890 

Dynacare *, 245 Pall Mall Street, 
London, ONT, Canada N6A 1P4, 519– 
679–1630, (Formerly: Gamma- 
Dynacare Medical Laboratories) 

ElSohly Laboratories, Inc., 5 Industrial 
Park Drive, Oxford, MS 38655, 662– 
236–2609 

Laboratory Corporation of America 
Holdings, 7207 N Gessner Road, 
Houston, TX 77040, 713–856–8288/ 
800–800–2387 

Laboratory Corporation of America 
Holdings, 69 First Ave., Raritan, NJ 
08869, 908–526–2400/800–437–4986, 
(Formerly: Roche Biomedical 
Laboratories, Inc.) 

Laboratory Corporation of America 
Holdings, 1904 TW Alexander Drive, 
Research Triangle Park, NC 27709, 
919–572–6900/800–833–3984, 
(Formerly: LabCorp Occupational 
Testing Services, Inc., CompuChem 
Laboratories, Inc.; CompuChem 
Laboratories, Inc., A Subsidiary of 
Roche Biomedical Laboratory; Roche 
CompuChem Laboratories, Inc., A 
Member of the Roche Group) 

Laboratory Corporation of America 
Holdings, 1120 Main Street, 

Southaven, MS 38671, 866–827–8042/ 
800–233–6339, (Formerly: LabCorp 
Occupational Testing Services, Inc.; 
MedExpress/National Laboratory 
Center) 

LabOne, Inc. d/b/a Quest Diagnostics, 
10101 Renner Blvd., Lenexa, KS 
66219, 913–888–3927/800–873–8845, 
(Formerly: Quest Diagnostics 
Incorporated; LabOne, Inc.; Center for 
Laboratory Services, a Division of 
LabOne, Inc.) 

Legacy Laboratory Services—MetroLab, 
1225 NE 2nd Ave., Portland, OR 
97232, 503–413–5295/800–950–5295 

MedTox Laboratories, Inc., 402 W 
County Road D, St. Paul, MN 55112, 
651–636–7466/800–832–3244 

Minneapolis Veterans Affairs Medical 
Center, Forensic Toxicology 
Laboratory, 1 Veterans Drive, 
Minneapolis, MN 55417, 612–725– 
2088, Testing for Veterans Affairs 
(VA) Employees Only 

Pacific Toxicology Laboratories, 9348 
DeSoto Ave., Chatsworth, CA 91311, 
800–328–6942, (Formerly: Centinela 
Hospital Airport Toxicology 
Laboratory) 

Pathology Associates Medical 
Laboratories, 110 West Cliff Dr., 
Spokane, WA 99204, 509–755–8991/ 
800–541–7891x7 

Phamatech, Inc., 15175 Innovation 
Drive, San Diego, CA 92128, 888– 
635–5840 

Quest Diagnostics Incorporated, 1777 
Montreal Circle, Tucker, GA 30084, 
800–729–6432, (Formerly: SmithKline 
Beecham Clinical Laboratories; 
SmithKline Bio-Science Laboratories) 

Quest Diagnostics Incorporated, 400 
Egypt Road, Norristown, PA 19403, 
610–631–4600/877–642–2216, 
(Formerly: SmithKline Beecham 
Clinical Laboratories; SmithKline Bio- 
Science Laboratories) 

Redwood Toxicology Laboratory, 3700 
Westwind Blvd., Santa Rosa, CA 
95403, 800–255–2159 

US Army Forensic Toxicology Drug 
Testing Laboratory, 2490 Wilson St., 
Fort George G. Meade, MD 20755– 
5235, 301–677–7085, Testing for 
Department of Defense (DoD) 
Employees Only 

Upon finding a Canadian laboratory to 
be qualified, HHS will recommend that 
DOT certify the laboratory (Federal 
Register, July 16, 1996) as meeting the 
minimum standards of the Mandatory 
Guidelines published in the Federal 
Register on January 23, 2017 (82 FR 
7920). After receiving DOT certification, 
the laboratory will be included in the 
monthly list of HHS-certified 

laboratories and participate in the NLCP 
certification maintenance program. 

Anastasia Marie Donovan, 
Policy Analyst. 
[FR Doc. 2019–28149 Filed 12–27–19; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Technical Resource for Incident 
Prevention (TRIPwire) User 
Registration and Questionnaire 

AGENCY: Infrastructure Security Division 
(ISD), Cybersecurity and Infrastructure 
Security Agency (CISA), Department of 
Homeland Security (DHS). 
ACTION: 30-Day notice and request for 
comments; revision, 1670–0028. 

SUMMARY: DHS CISA ISD will submit 
the following information collection 
request (ICR) to the Office of 
Management and Budget (OMB) for 
review and clearance in accordance 
with the Paperwork Reduction Act of 
1995. CISA previously published this 
ICR for a 60-day public comment 
period. No comments were received by 
CISA. The purpose of this notice is to 
allow an additional 30 days for public 
comments. 
DATES: Comments are due by January 
29, 2020. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, OMB. Comments should be 
addressed to the OMB Desk Officer, 
Department of Homeland Security and 
sent via electronic mail to 
dhsdeskofficer@omb.eop.gov. All 
submissions must include the words 
‘‘Department of Homeland Security’’ 
and the OMB Control Number 1670– 
0028. 

Comments submitted in response to 
this notice may be made available to the 
public through relevant websites. For 
this reason, please do not include in 
your comments information of a 
confidential nature, such as sensitive 
personal information or proprietary 
information. If you send an email 
comment, your email address will be 
automatically captured and included as 
part of the comment that is placed in the 
public docket and made available on the 
internet. Please note that responses to 
this public comment request containing 
any routine notice about the 
confidentiality of the communication 
will be treated as public comments that 
may be made available to the public 
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notwithstanding the inclusion of the 
routine notice. 
FOR FURTHER INFORMATION CONTACT: 
Dennis Molloy, 703–235–9388, 
dennis.molloy@cisa.dhs.gov. 
SUPPLEMENTARY INFORMATION: The CISA 
ISD Office of Bombing Prevention (OBP) 
has a leading role in implementation of 
the national counter-IED policy, 
articulated through Presidential Policy 
Directive 17 (PPD–17) Countering IEDs), 
serving as the Deputy Administrator of 
the federal interagency Joint Program 
Office for Countering Improvised 
Explosive Devices (JPO C–IED) and 
working in close collaboration with the 
White House National Security Council. 
The JPO C–IED coordinates and tracks 
Federal government progress in building 
national counter-IED capabilities. OBP 
also leads the DHS in implementation of 
the national counter-IED policy, serving 
as the DHS Counter-IED Program 
Management Office and chairing the 
DHS IED Working Group. 

OBP is instrumental in aligning DHS 
and national counter-IED efforts through 
centralized and effective coordination of 
ongoing programs with national policy 
and strategy goals, resulting in better 
resource allocation within OBP and 
across DHS and our Federal, state, local, 
tribal, territorial and private sector 
partners. 

TRIPwire (Technical Resource for 
Incident Prevention) is the DHS online, 
collaborative information-sharing 
network for bomb technicians, first 
responders, military personnel, 
government officials, intelligence 
analysts, and select private sector 
security professionals to increase 
awareness of evolving IED tactics, 
techniques, and procedures, as well as 
incident lessons learned and counter- 
IED preparedness information. 

Users from Federal, State, local, and 
tribal government entities, as well as 
business and/or other for-profit 
industries, can elect to register for 
TRIPwire access. The TRIPwire portal 
contains sensitive information related to 
terrorist use of explosives and therefore 
user information is needed to verify 
eligibility and access to the system. 

There are three main instruments 
within this collection: TRIPwire User 
Registrations, TRIPwire Revalidations, 
and TRIPwire Questionnaire. The 
information collected during the 
TRIPwire user registration process is 
reviewed electronically by the OBP to 
validate the user’s ‘‘need to know,’’ 
which determines their eligibility for 
and access to TRIPwire. OBP verifies 
users need for access by confirming that 
a valid email address is used to register 
and checking employment references. 

Annually, users are revalidated based 
on the information provided during 
their registration. For revalidation, users 
and employment references receive a 
system generated email to validate that 
access is still required and their 
information is still accurate. 

OBP sends registered users a quarterly 
questionnaire seeking feedback as to 
how registrants use TRIPwire 
information, products, and tools. OBP 
uses the information collected during a 
quarterly questionnaire to review and 
improve the effectiveness and adequacy 
of the TRIPwire content and system 
features. 

TRIPwire registration is user-driven 
and is completed electronically via the 
secure TRIPwire interface. Users are 
required to have a computer and access 
to the internet. The registration process 
requires users to provide their full 
name, assignment, citizenship, job title, 
employer name, professional address 
and contact information, as well as an 
Employment Verification Contact and 
their contact information. Notifications 
regarding the user registration are 
handled via electronic submission 
responses and/or email. In addition to 
electronic registration, TRIPwire uses 
automated notifications to registered 
users when/if their account or password 
is set to expire as well as annual re- 
verification of users’ need for access to 
TRIPwire. 

The TRIPwire Questionnaire is also 
collected electronically via a Survey 
Monkey link that is emailed to 
respondents. The Survey Monkey 
settings selected ensure that 
submissions are anonymous, and that an 
IP address is not collected. 

The changes to the collection since 
the previous OMB approval include: 
updating the collection title, updating 
the TRIPwire User registration page, 
clarifying the revalidation burden, and 
adding a TRIPwire Questionnaire. 
Overall, these changes result in a 
decrease in burden estimates and costs. 

This is a revision and renewal of an 
information collection. 

OMB is particularly interested in 
comments that: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 

Title of Collection: Technical 
Resource for Incident Prevention 
(TRIPwire) User Registration and 
Questionnaire. 

OMB Control Number: 1670–0028. 
Frequency: Annually. 
Affected Public: State, Local, Tribal, 

and Territorial Governments and Private 
Sector Individuals. 

Number of Annualized Respondents: 
4,333. 

Estimated Time per Respondent: 0.17 
hours, 0.017 hours, 0.083 hours. 

Total Annualized Burden Hours: 422 
hours. 

Total Annualized Respondent 
Opportunity Cost: $13,736. 

Total Annualized Respondent Out-of- 
Pocket Cost: $0. 

Total Annualized Government Cost: 
$7,447. 

Evette Maynard-Noel, 
Deputy Chief Information Security Officer. 
[FR Doc. 2019–28133 Filed 12–27–19; 8:45 am] 

BILLING CODE 9110–09–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[Docket No. FWS–R3–ES–2019–0107; 
FXES11130300000–201–FF03E00000] 

Draft Environmental Assessment and 
Draft Habitat Conservation Plan; 
Receipt of an Application for an 
Incidental Take Permit, Blue Creek 
Wind Farm, Van Wert and Paulding 
Counties, Ohio 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of availability; request 
for comments. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service, have received an 
application from Blue Creek Wind 
Farm, LLC (applicant), for an incidental 
take permit (ITP) under the Endangered 
Species Act of 1973, as amended, for its 
Blue Creek Wind Farm project. If 
approved, the ITP would authorize the 
incidental take of the Indiana bat and 
the northern long-eared bat. The 
applicant has prepared a draft habitat 
conservation plan (HCP), which is 
available for public review. We also 
announce the availability of a draft 
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