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PRIVACY IMPACT ASSESSMENT (PIA)    
PRIVACY IMPACT ASSESSMENT
PRESCRIBING AUTHORITY:  DoD Instruction 5400.16, "DoD Privacy Impact Assessment (PIA) Guidance".  Complete this form for Department of Defense (DoD) information systems or electronic collections of information (referred to as an "electronic collection" for the purpose of this form) that collect, maintain, use, and/or disseminate personally identifiable information (PII) about members of the public, Federal employees, contractors, or foreign nationals employed at U.S. military facilities internationally.  In the case where no PII is collected, the PIA will serve as a conclusive determination that privacy requirements do not apply to system.
PRESCRIBING AUTHORITY:  DoDI 5400.16
SECTION 1: PII DESCRIPTION SUMMARY (FOR PUBLIC RELEASE) 
  SECTION 1: PII DESCRIPTION SUMMARY (FOR PUBLIC RELEASE) 
  a.  The PII is: (Check one.  Note: foreign nationals are included in general public.)
  b.  The PII is in a: (Check one)
  e.  Do individuals have the opportunity to object to the collection of their PII?
 e.  Do individuals have the opportunity to object to the collection of their PII?
     (1) If "Yes," describe the method by which individuals can object to the collection of PII.
     (1) If "Yes," describe method by which individuals can object to the collection of PII.
     (2) If "No," state the reason why individuals cannot object to the collection of PII. 
     (2) If "No," state the reason why individuals cannot object to the collection of PII. 
  f.  Do individuals have the opportunity to consent to the specific uses of their PII?
 f.  Do individuals have the opportunity to consent to the specific uses of their PII?
     (1) If "Yes," describe the method by which individuals can give or withhold their consent.
     (1) If "Yes," describe the method by which individuals can give or withhold their consent.
     (2) If "No," state the reason why individuals cannot give or withhold their consent.
     (2) If "No," state the reason why individuals cannot give or withhold their consent.
  g.  When an individual is asked to provide PII, a Privacy Act Statement (PAS) and/or a Privacy Advisory must be provided.  (Check as appropriate and 
       provide the actual wording.)
 g.  When an individual is asked to provide PII, a Privacy Act Statement (PAS) or a Privacy Advisory must be provided.  (Check as appropriate and  provide the actual wording.)
  h.  With whom will the PII be shared through data exchange, both within your DoD Component and outside your Component?  (Check all that apply) 
 h.  With whom will the PII be shared through data exchange, both within your DoD Component and outside your Component?  (e.g., other DoD  Components, Federal Agencies)?  (Check all that apply) 
  i.  Source of the PII collected is: (Check all that apply and list all information systems if applicable)
 i.  Source of the PII collected is: (Check all that apply and list all information systems if applicable)
  j. How will the information be collected?  (Check all that apply and list all Official Form Numbers if applicable)
 j. How will the information be collected?  (Check all that apply and list all Official Form numbers if applicable)
  k.  Does this DoD Information system or electronic collection require a Privacy Act System of Records Notice (SORN)?  
 
   A Privacy Act SORN is required if the information system or electronic collection contains information about U.S. citizens or lawful permanent U.S. residents that 
   is retrieved by name or other unique identifier.  PIA and Privacy Act SORN information must be consistent.
   If "Yes," enter SORN System Identifier  
   SORN Identifier, not the Federal Register (FR) Citation.  Consult the DoD Component Privacy Office for additional information or http://dpcld.defense.gov/
   Privacy/SORNs/
             or
 SORN Identifier, not the Federal Register (FR) Citation.Consult the DoD Component Privacy Office for additional information or http://dpcld.defense.gov/   Privacy/SORNs/
    If a SORN has not yet been published in the Federal Register, enter date of submission for approval to Defense Privacy, Civil Liberties, and Transparency     Division (DPCLTD).  Consult the DoD Component Privacy Office for this date
  l. What is the National Archives and Records Administration (NARA) approved, pending or general records schedule (GRS) disposition authority for      the system or for the records maintained in the system?
 l. What is the National Archives and Records Administration (NARA) approved, pending or general records schedule (GRS) disposition authority for    the system or for the records maintained in the system?
       (1) NARA Job Number or General Records Schedule Authority.
      (2)  If pending, provide the date the SF-115 was submitted to NARA.
   n. Does this DoD information system or electronic collection have an active and approved Office of Management and Budget (OMB) Control
       Number?
 
       Contact the Component Information Management Control Officer or DoD Clearance Officer for this information. This number indicates OMB approval to
       collect data from 10 or more members of the public in a 12-month period regardless of form or format. 
n. Does this DoD information system or electronic collection have an active and approved OMB Control Number?
SECTION 2:  PII RISK REVIEW
SECTION 2:  PII RISK REVIEW
   a.  What PII will be collected (a data element alone or in combination that can uniquely identify an individual)? (Check all that apply) 
    a.  What PII will be collected (a data element alone or in combination that can uniquely identify an individual)? (Check all applicable) 
   If the SSN is collected, complete the following questions.
 
   (DoD Instruction 1000.30 states that all DoD personnel shall reduce or eliminate the use of SSNs wherever possible.  SSNs shall not be used in spreadsheets,
   hard copy lists, electronic reports, or collected in surveys unless they meet one or more of the acceptable use criteria.)
 
         (1)  Is there a current (dated within two (2) years) DPCLTD approved SSN Justification on Memo in place? 
If the SSN is collected, complete the following questions.
         (4)  Has a plan to eliminate the use of the SSN or mitigate its use and or visibility been identified in the approved SSN Justification request? 
 
                If "Yes," provide the unique identifier and when can it be eliminated?
                If "No," explain. 
(4)  Has a plan to eliminate the use of the SSN or mitigate its use and or visibility been identified in the approved SSN Justification request? 
   b. What is the PII confidentiality impact level2?
     b. What is the PII confidentiality impact level2?
   c.  How will the PII be secured?
   c.  How will the PII be secured?
         (1) Physical Controls.  (Check all that apply)
       (1) Physical controls.  (Check all that apply)
         (2) Administrative Controls.  (Check all that apply)
 (2) Administrative Controls.  (Check all that apply)
         (3) Technical Controls.   (Check all that apply)     
(3) Technical Controls.   (Check all that apply)     
SECTION 3: RELATED COMPLIANCE INFORMATION
SECTION 3: RELATED COMPLIANCE INFORMATION
   a. Is this DoD Information System registered in the DoD IT Portfolio Repository (DITPR) or the DoD Secret Internet Protocol Router Network   
       (SIPRNET) Information Technology (IT) Registry or Risk Management Framework (RMF) tool3?
   a. Is this DoD Information System (IS) registered in the DITPR or the DoD Secret Internet Protocol Router Network (SIPRNET) Information Technology (IT) Registry or Risk Management Framework (RMF) tool3?
   b.  DoD information systems require assessment and authorization under the DoD Instruction 8510.01, “Risk Management Framework for DoD 
        Information Technology”. 
 
        Indicate the assessment and authorization status:
b.  DoD information systems require assessment and authorization under the DoD Instruction 8510.01, “Risk Management Framework for DoD Information Technology”.
   c.  Does this DoD information system have an IT investment Unique Investment Identifier (UII), required by Office of Management and Budget (OMB)
        Circular A-11?       
    c.  Does this DoD information system have an IT investment Unique Investment identifier (UII), required by Office of Management and Budget (OMB) Circular A-11?       
         If "Yes," Enter UII 
 If unsure, consult the component IT Budget Point of Contact to obtain the UII 
3Guidance on Risk Management Framework (RMF) tools (i.g., eMASS, Xacta, and RSA Archer) are found on the Knowledge Service (KS) at https://rmfks.osd.mil.
3Guidance on Risk Management Framework (RMF) tools (i.g., eMASS, Xacta, and RSA Archer) are found on the Knowledge Service (KS) at https://rmfks.osd.mil.
SECTION 4:  REVIEW AND APPROVAL SIGNATURES
 
Completion of the PIA requires coordination by the program manager or designee through the information system security manager and privacy representative at the local level.  Mandatory coordinators are: Component CIO, Senior Component Official for Privacy, Component Senior Information Security Officer, and Component Records Officer. 
SECTION 4:  REVIEW AND APPROVAL SIGNATURES
 
Publishing:  Only Section 1 of this PIA will be published. Each DoD Component will maintain a central repository of PIAs on the Component's public Web site.
                     DoD Components will submit an electronic copy of each approved PIA to the DoD CIO at: osd.mc-alex.dod-cio.mbx.pia@mail.mill.
 
                     If the PIA document contains information that would reveal sensitive information or raise security concerns, the DoD Component may restrict the 
                     publication of the assessment to include Section 1.
Publishing
9.0.0.2.20120627.2.874785
DD 2930, Privacy Impact Assessment (PIA), Jun 2017
US Army Deputy Chief of Staff for Personnel / Human Resources Command (HRC)
From both members of the general public and Federal employees and/or Federal contractors
 Existing DoD Information System
Army Recruiting Information Support System (ARISS) supports the recruiting and accessioning missions and processes of US Army Recruiting Command, US Army Cadet Command (USACC), Army National Guard (ARNG), and Soldier in-processing performed by US Army Training and Doctrine Command Initial Military Training Reception Battalions. It is the single originating source for all Regular Army, Army Reserve and ARNG enlisted, medical officer, and chaplain personnel records. ARISS supports over 14,000 of the Army’s global recruiting forces with a near real-time, secure, integrated, paperless automation solution used to process more than 300,000 applicants annually. It uses state-of-the-art technological concepts, including service-oriented, net-centric technical solutions and includes an integrated mobile recruiting application available on the Defense Information Systems Agency Mobile Application Store. The ARISS functional footprint begins with receipt or creation of a new prospect record. The system is used through the applicant interview process, for application processing and accession. It ends with in-processing of Soldiers at one of four Army reception battalions or with the accession of officers. ARISS also supports USACC with leads management, recruiting event management, and document image processing and storage. ARISS modules are fully integrated, both technically and functionally, providing seamless end-to-end functionality. The modules are:  Recruiter Zone; Recruiting Operations Officer Zone; Leader Zone; electronic National Security Questionnaire; Automated Lead Refinement List; Electronic Records Management; Guidance Counselor Resource Center; School Zone/Reserve Unit Zone; Mobile Recruiting Application, Direct Commissions Accessions; Missions, Production and Awards; Headquarters Support System; Reception; and Leads Refinement Center, which supports Virtual Recruiting Center operations. It has numerous interfaces with other DA and DoD personnel systems. ARISS recruiting and accessioning data are stored in the Human Resources Command Data Warehouse along with data from other sources (US Military Entrance Processing Command and Army Training Requirements and Resources System data, Bureau of Labor Statistics employment data, and market/population segmentation data) providing supported commands and the Army G1 staff with robust and extensive analytics, query, reporting, and dashboard capabilities in support of the Army recruiting and accessioning mission.PII collected includes personal, contact, dependent, family, friend, financial, medical, employment, education, and military information.
Verification and identification: To assess, qualify and manage applicants for the purpose of accessing the most qualified individuals into the Army and to manage the accessioning workforce.
Yes
Yes
PII is collected from individuals, referrals, and schools.  It is also obtained from existing DoD and Federal information systems and databases: KEYSTONE - Retention System - Client Server, Total Army Personnel Data Bases for Active Enlisted and Reserve, the Defense Manpower Data Center, and the Federal Bureau of Investigation.
DD Form 369, DD Form 1966, SF86
Yes
N/A
No
In addition to the above items, PII collected includes father's name, address and phone; mother's birth date and place of birth; legal guardian's name, address, birth date, place of birth; and the names, addresses, birth dates and places of birth for stepfathers, stepmothers, foster parents, brothers, sisters, stepbrothers, stepsisters, half-brothers, half-sisters, father-in-law, mother-in-law, spouses, cohabitants, and partners; and name, address and phone of referrals or "person who knows you".
Yes
Yes
ARISS is scheduled to be subsumed by AIE in 2022.  ARISS will decommission in FY2024.
High
Appropriate technical, personnel, physical and operational safeguards are in place for the access, collection, use and protection of information.  
N/A
Registered Parent Dependencies of RSN - RECRUITING SERVICES NETWORK - DA05891, RMF Scorecard:  DoD Security Authorization Decision - System / Project Name:  Army Warrior Care and Transition System, DoD Component:  DHA, System ID:  148, Package Type:  Access and Authorized, Type Authorization:  Yes, Authorizing Official:  RONALD STEPHENS, Authorization Decision:  Authorization to Operate (ATO), Period Covered -  Authorization Date:  07 Dec 2017 / Authorization Termination Date (ATD):  04 Dec 2020, System Type, IS Major Application - dcm
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	E-mail: 1
	 Official Form: 1
	  (3) Work Telephone: 703-545-1688
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