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Disclaimer
This is an official U.8. G (USG) ion System (IS) for ized use only.
Do not Discuss, Enter. Transfer, Process, or Transmit Classified/Sensitive National Secun[y information of greater sansmnt\ ﬂ:an that for which this system is autherized. Use of this system constitutes consent to security testing and monitoring. All individuals are advised that system administrators
may provide evidence of possible criminal activity identified during such law attempts to upload, download or change information is strictly prohibited and may be punishable under the Computer Fraud and Abuse Act of 1987, the

National Information Infrastructure Protection Act of 1996, and United States Code Tme 18, Section 1030. Under the Pn\ acy Act of 1974, individuals with access to NISS must safeguard personnel information retrieved through this system. Disclosure of information is governed by Title 3. United
State Code, Section 552a, Public Law 93-579, DoDD 5400.11-R and the applicable service directives. Information contained herein is exempt from mandatory disclosure under FOTA. Exemption(s) 6 and 7c apply.

You are accessing 2 U.S. Government (USG) Information System (IS) that is provided for USG-authorized use only. By using this IS (which includes any device attached to this IS), you consent to the following conditions:

» The USG routinely intercepts and monitors communications on this IS for purposes including, but not limited to, penetration testing, COMSEC monitoring, network operations and defense, personnel mi (M), law (LE), and
« Atany time, the USG may inspect and seize data stored on this IS.

« Communications using, or data storcd oa, this IS arc ot private, arc subject to routine monitoring, interception, and scarch, and may be disclosed or used for any
« This IS includes security measures (c.2.. authentication and access controls) to protect USG interests—not for your personal benefit or privacy.

» Notwithstanding the above, using this IS does not constitute consent to PM, LE, or CI investigative searching or monitering of the content of privileged communications, or work product, related to personal representation or services by attomneys, psychotherapists, or clergy, and their assistants.
Such communications and work product are private and confidential. See User Agreements for details.
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OMB Control Number: 0704-0571. Expiration Date: 04/30/2021
The public reporting burden for this collection of information is estimated to average 60 minutes per response, including time for reviewing instructions, searching existing data sousces, gathering and maintaining the data needed, and completing and reviewing the collection of information. Send
comments regarding this burden estimate or any other aspect of this collection of information, including suggestions for reducing the burden, to the D of Defense, Services, at whs mc-alex esd mbx dd-dod mil should be
aware that nonvithstanding any other provision of aw, no person shall be subject to any penalty for failing to comply with a collection of information if it does ot display 4 currently valid OMB conirel mumber. Note, information provided on this form will be kept private to the extent permitied by
faw,

PRIVACY ACT STATEMENT: This information system is associated with the following System of Records Notice under final review.

Purpose and Routine Uses: Information provided will be used to support DCSA oversight mission of cleared industry. Information is used to process companies for facility clearances, initiate and monitor personnel security clearances (PCL), and evaluate the validity of facility clearances. Personally
Identifiable Information (P1L) is collected through and stored within this system to process key management personnel for PCL, contact security personae at cleared companiss, conduct security oversight activities of cleared industry, and assist in submission of culpability reports for security
violations. Information is For Official Use Only.
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