
1. Added [ROOFS]: Can you confirm the following?
1. Revenue: Are all revenues from this ESA facility forwarded directly to the [Fill 

hospital in sample]? 

2.  Ownership: Is this ESA facility owned by the [Fill hospital in sample]? (If the 
hospital owns the property but rents the facility to another medical practice to 
operate, then this is not to be included as in-scope satellite.) 

3. Operation: Is this ESA facility operated by [Fill hospital in sample]?

4. Federal Tax ID: Is the federal tax ID of [Fill hospital in sample] and this ESA 
facility the same? (An exception to this is when a health system owns several 
hospitals that all have the same federal tax ID. In this case, only ESAs associated 
with the sample hospital should be included.) 

5. Staff: Is the staff of this ESA facility either paid directly by [Fill hospital in 
sample] or contracted by [Fill hospital in sample]? 

Read all answer categories
Select or enter all that apply, separate with commas:
1 = ‘Revenue’
2 = ‘Ownership’
3 = ‘Operation’
4 = ‘Federal Tax ID’
5 = ‘Staff’

2. Modified 
(See 
Modified 
Hospital 
Induction 
Questions 
for 
previous 
version)

Assurance of confidentiality –We take your privacy very seriously. All information 
that relates to or describes identifiable characteristics of individuals, a practice, or an 
establishment will be used only for statistical purposes. NCHS staff, contractors, and 
agents will not disclose or release responses in identifiable form without the consent of 
the individual or establishment in accordance with section 308(d) of the Public Health 
Service Act (42 U.S.C. 242m(d)) and the Confidential Information Protection and 
Statistical Efficiency Act of 2018 (CIPSEA Pub. L. No. 115-435, 132 Stat. 5529 § 302).
In accordance with CIPSEA, every NCHS employee, contractor, and agent has taken an
oath and is subject to a jail term of up to five years, a fine of up to $250,000, or both if 
he or she willfully discloses ANY identifiable information about you.  In addition to the
above cited laws, NCHS complies with the Federal Cybersecurity Enhancement Act of 
2015 (6 U.S.C. §§ 151 and 151 note) which protects Federal information systems from 
cybersecurity risks by screening their networks.
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Assurance of confidentiality – We take your privacy
very  seriously.  All  information  that  relates  to  or
describes identifiable characteristics of individuals, a
practice,  or  an  establishment  will  be  used  only  for
statistical  purposes.  NCHS  staff,  contractors,  and
agents  will  not  disclose  or  release  responses  in
identifiable form without the consent of the individual
or establishment in accordance with section 308(d) of
the Public Health Service Act (42 U.S.C. 242m (d))
and  the  Confidential  Information  Protection  and
Statistical Efficiency Act (Title III of the Foundations
for Evidence-Based Policymaking Act of 2018 (Pub.
L. No. 115-435, 132 Stat. 5529 § 302)). In accordance
with CIPSEA, every NCHS employee, contractor, and
agent has taken an oath and is subject to a jail term of
up to five years, a fine of up to $250,000, or both if he
or  she  willfully  discloses  ANY  identifiable
information about you.

Assurance of confidentiality –We take your privacy 
very seriously. All information that relates to or 
describes identifiable characteristics of individuals, a 
practice, or an establishment will be used only for 
statistical purposes. NCHS staff, contractors, and 
agents will not disclose or release responses in 
identifiable form without the consent of the individual 
or establishment in accordance with section 308(d) of 
the Public Health Service Act (42 U.S.C. 242m(d)) 
and the Confidential Information Protection and 
Statistical Efficiency Act of 2018 (CIPSEA Pub. L. 
No. 115-435, 132 Stat. 5529 § 302). In accordance 
with CIPSEA, every NCHS employee, contractor, and 
agent has taken an oath and is subject to a jail term of 
up to five years, a fine of up to $250,000, or both if he 
or she willfully discloses ANY identifiable 
information about you. In addition to the above cited 
laws, NCHS complies with the Federal Cybersecurity 
Enhancement Act of 2015 (6 U.S.C. §§ 151 and 151 
note) which protects Federal information systems from
cybersecurity risks by screening their networks.
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