
Report Requirements (as described in the NOPR RM22-16-000):

We propose to require transmission providers to submit one-time informational reports 
describing their current or planned policies and processes for conducting extreme weather
vulnerability assessments and mitigating identified extreme weather risks within 90 days 
of the publication of any final rule in this proceeding in the Federal Register.  We 
propose to seek public comment on the reports 30 days after they are filed.

For the purposes of this proposed rulemaking, we propose to define an extreme weather 
vulnerability assessment as any analysis that identifies where and under what conditions 
jurisdictional transmission assets and operations are at risk from the impacts of extreme 
weather events, how those risks will manifest themselves, and what the consequences 
will be for transmission system operations.  Such assessments can take different forms:  
they may be qualitative or quantitative; they may be performed on a periodic or ad hoc 
basis; and they may cover a narrower or broader range of extreme weather threats.  The 
extreme weather threats analyzed by these reports may include those extreme weather 
events exacerbated by climate change (e.g., extended heat waves or storm surge due to 
sea level rise).  

Transmission providers may then use such extreme weather vulnerability assessments to 
develop mitigation in the form of extreme weather resilience plans, which outline 
measures to reduce the risk to vulnerable assets and operations.  Extreme weather 
resilience efforts can take many forms, but generally involve both measures to prevent or 
minimize damage to vulnerable assets (e.g., investments in asset hardening or relocation) 
and to manage the consequences of such damage when it occurs (e.g., investments in 
system recoverability).1

To be clear, we do not intend in this NOPR to require transmission providers to conduct 
extreme weather vulnerability assessments where they do not do so already, or to require 
transmission providers to change how they conduct or plan to do such assessments.2  
Instead, the goal of this proceeding is to gather information, not to establish new 
requirements.  In addition, we do not propose that transmission providers submit the 
results of their extreme weather vulnerability assessments or include lists of affected 
assets and operations, specific vulnerabilities, or asset- or operation-specific mitigations 
in the informational reports proposed by this NOPR.  Rather, we propose that the one-
time informational reports focus on describing the current or planned policies and 
processes that respondents have in place, or plan to implement, to assess and mitigate 
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extreme weather risks.  We believe that this focus of the proposed one-time informational
reports should avoid the need for respondents to file Critical Energy/Electric 
Infrastructure Information.  However, to the extent transmission providers believe that 
information they will submit warrants protections, they may make a request for such 
treatment pursuant to §§ 388.112 and 388.113 of the Commission’s regulations.3

Although commenters in Docket No. AD21-13-000 have referenced previously published
guidance on conducting vulnerability assessments,4 insufficient data exists to establish 
best practices.  Therefore, we seek comments on our approach in directing such one-time 
informational reports, the proposed topics and questions discussed below, and the burden 
associated with submitting these reports.  As further described below, we propose the 
one-time reports to address:  (1) Scope; (2) Inputs; (3) Vulnerabilities and Exposure to 
Extreme Weather Hazards; (4) Costs of Impacts; and (5) Risk Mitigation.  

While not all extreme weather vulnerability assessments must follow the same processes 
or include the same analyses, we understand the aforementioned topics to reflect typical 
practices and considerations in the development of extreme weather vulnerability 
assessments.  Therefore, should respondents’ processes and policies for developing their 
own extreme weather vulnerability assessments differ from those we describe below, we 
propose to require that transmission providers still describe in their one-time reports the 
processes and policies which most closely align with the intent or aim of the topics 
discussed below.

Scope

Background

Determining the scope of an extreme weather vulnerability assessment depends on the 
breadth of assets, operations, and extreme weather hazards that a transmission provider 
faces in its specific area.  A narrower scope (i.e., examining a subset of assets and 
operations, extreme weather hazards, or geographic regions in greater depth) can produce
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important insights related to specific facilities, systems, or regions, whereas a broader 
scope is more likely to identify system- and company-wide risks.  For example, although 
Hurricane Sandy in 2012 initially motivated Consolidated Edison, Inc. (ConEd) to 
conduct its 2019 climate change vulnerability assessment, ConEd sought in its study to 
understand the broader impact of a changing climate on its service area and identified 
additional climate vulnerabilities including sea level rise, inland flooding due to increased
precipitation, and extreme heat events.5

As part of scoping the extreme weather vulnerability assessment, transmission providers 
have the flexibility to choose the assets and operations to examine for their assessment.  
For example, some transmission providers focus their analyses on assets and operations 
related to critical electric infrastructure and/or assets and operations that meet or exceed 
some MW or other threshold.6  Furthermore, transmission providers may use discretion to
determine what extreme weather hazards and geographic scope to consider in their 
vulnerability assessment.  Transmission providers could also consider external 
vulnerabilities in their assessment, such as those related to consumers, interconnected 
utilities, and supply chains.  For example, with respect to external vulnerabilities, PG&E 
examined not only its own assets, but upstream interdependencies, including regional 
bulk electric and natural gas systems, water availability, telecommunication utilities, and 
supply chains, as well as downstream interdependencies like community- and customer-
level resiliency.7  With respect to geographic scope, although Entergy’s service territory 
and assets extend across multiple states, its assessment, conducted with partners, focused 
exclusively on the 77 counties bordering the Gulf of Mexico.  This specific geographic 
scope allowed Entergy and its partners to study the hazards unique to the Gulf region, 
driven by sea level rise, land subsidence, and increasing hurricane intensity.8  A wider 
geographic scope may consider wide-area and long duration extreme weather events, 
such as the August 2020 West-wide extreme heat event described above.
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Finally, a transmission provider may engage a broad set of stakeholders early in the 
scoping process to identify particularly susceptible regions in their footprint and increase 
support for any resilience actions that result from the extreme weather vulnerability 
assessment.9  The Oregon Department of Energy, for example, engaged stakeholders 
from vulnerable and underserved communities in its climate vulnerability assessment in 
order to incorporate equity concerns and examine the extent to which underserved and 
vulnerable groups are disproportionately impacted by these risks.10

Proposal

As a threshold matter, we propose that each transmission provider state whether it 
conducts extreme weather vulnerability analyses.  Further, we propose to require each 
transmission provider to provide the following information on the policies and processes 
they employ, or plan to employ, for determining the scope of extreme weather 
vulnerability assessments: 

Q1) A description of the types of extreme weather events for which the 
transmission provider conducts, or plans to conduct, extreme weather 
vulnerability assessments, if any.  For transmission providers that conduct, 
or plan to conduct, such assessments, a description of how the transmission 
provider determined which extreme weather hazards to include in the 
assessment (e.g., extreme storms such as hurricanes and the associated 
flooding and high winds, wildfires, extreme prolonged heat or cold, or 
drought conditions);

Q2) A description of how the transmission provider selects, or plans to 
select, the set of assets and operations that will be examined;

Q3) A description of how the transmission provider determines, or plans 
to determine, the geographic or regional scope of the analysis;

Q4) A description of whether and to what extent the transmission 
provider considers, or plans to consider, external interdependencies, such as
interconnected utilities, other critical infrastructure sectors (e.g., water, 
telecommunications) and supply chain-related vulnerabilities, in the 
assessment;

Q5) A description of whether and to what extent the transmission 
provider coordinates, or plans to coordinate, with neighboring utilities 
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and/or entities in other sectors that could potentially be relevant to the 
assessment;

Q6) A description of whether and to what extent the transmission 
provider engages, or plans to engage, with stakeholders in the scoping 
phase of the assessment, including the processes used to identify and 
engage relevant stakeholder groups and incorporate stakeholder feedback 
into the extreme weather vulnerability assessment, especially with regard to
disadvantaged or vulnerable communities.

Inputs

Background

As noted above, the processes for conducting extreme weather vulnerability assessments 
may vary; however, there are several types of key inputs that are likely to be part of such 
assessments.  First, most assessments require meteorological data that support and 
describe how the extreme weather hazards selected for study during the scoping phase 
may specifically manifest in the study region (e.g., local storm surge projections for the 
next 50 years, historical drought data, projected temperature data).  In some cases, such 
data may be readily available, or in cases where existing extreme weather projections are 
inadequate to support a transmission provider’s vulnerability assessment, new projections
may be generated by consulting a modeling group (typically academic institutions or 
consulting firms).

Second, transmission providers can elect to use scenario analyses to explore how the set 
of potentially vulnerable assets and operations may vary across a range of assumed 
extreme weather hazards and other modeling inputs.  Transmission providers may opt to 
study a single scenario or multiple scenarios based on previous modeling efforts; for 
example, in its internal climate vulnerability assessment, San Diego Gas & Electric 
Company (SDG&E) compiled multiple projections for temperature, rainfall patterns, 
drought, and sea level rise in its service territory to explore potential impacts in 2050 and 
2100.11  Alternatively, transmission providers may take a probabilistic approach whereby 
probability distributions are developed and forecast for each parameter (e.g., 
precipitation, windspeed).  This approach is more computationally advanced but can help 
produce granular, quantitative risk assessments that capture a wider range of potential 
variation and outcomes.

Third, the relevant attributes of the assets and operations that will be studied are 
additional key inputs into an extreme weather vulnerability assessment that may affect 
whether, and to what extent, these assets and operations exhibit vulnerabilities under the 
conditions being studied.  For example, the potential vulnerability of a transmission tower
11
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to extreme wind may vary based on its height, age, and other known or foreseeable 
parameters.  Example asset attributes could include, among others, age, design lifetime, 
location, elevation, and replacement costs, while example operations attributes could 
include type and number of staff, locations of critical staff and facilities, and maintenance
schedules. 

Fourth, transmission providers have the flexibility to decide the timeframe(s) to be 
considered by the vulnerability assessment (e.g., the next 10 years, or a sampling of 
specific one-year periods).12  The selected timeframe(s) may affect or be affected by the 
transmission provider’s choices with other study inputs (e.g., relevant datasets may not be
available for a study of potential vulnerabilities 100 years into the future). 

Lastly, if transmission providers analyze the potential financial implications of extreme 
weather impacts, they could use a discount rate that will convert the costs of potential 
impacts on identified vulnerable assets and operations at different points in time into 
equivalent values in a base year (i.e., present dollars).13  Discount rates could also inform 
transmission provider efforts to compare the costs of extreme weather events to the 
benefits of mitigation actions over time.

Proposal

We propose to direct each transmission provider to provide the following information 
about the inputs it uses, or plans to use, for any extreme weather vulnerability 
assessments.  

Q9) A description of methods and processes the transmission provider 
uses, or plans to use, to determine the meteorological data needed for its 
assessment.  In particular, how the transmission provider determines 
whether it can rely on existing extreme weather projections, and if so, 
whether such projections are adequately robust;

Q10) A description of how the transmission provider determines whether 
to use scenario analysis, and if so, whether to do so with multiple scenarios;

Q11) The extent to which it reviews neighboring transmission providers’ 
extreme weather vulnerability assessments, if available, to evaluate the 
consistency of extreme weather projections between transmission 
providers;
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Q12) The timeframe(s) and discount rate(s) selected for the extreme 
weather vulnerability assessment;

Q13) A description of the methods and processes the transmission 
provider uses, or plans to use, to create an inventory of potentially 
vulnerable assets and operations.

Vulnerabilities and Exposure to Extreme Weather Hazards

Background

Extreme weather vulnerability assessments can include an analysis of the assets or 
operations exposed to the types of extreme weather hazards established in the 
assessment’s scope (e.g., hurricanes and associated flooding, and high winds, wildfires, 
extreme prolonged heat or cold, drought conditions), the sensitivities of transmission 
assets and operations to extreme weather events, and the magnitude of any impacts to the 
transmission system caused by extreme weather events.  In assessing the exposure to 
extreme weather events, transmission providers may estimate the likelihood and extent of
damage or disruption to their transmission assets and operations if various extreme 
weather events occur.

In extreme weather vulnerability assessments, transmission providers generally use 
probability distributions or other quantitative estimates to examine how a particular asset 
or operation would be affected under a specific extreme weather event or combination of 
events.14  The sensitivity of an asset or operation to a specific extreme weather event 
depends on both the type and severity of the event (e.g., the force of a wave during a 
hurricane or temperature during a heat wave) and the type, configuration, or attributes of 
the asset or operation itself (e.g., the physical resilience of a transmission tower to 
increased wind speeds or wave force).15  In cases where it is difficult to estimate the 
likelihood or severity of damage or disruption given the occurrence of an extreme 
weather impact, transmission providers may provide a best estimate.

Rather than attempting to analyze the likelihood of damage, disruption or failure for all 
transmission assets and operations, transmission providers may instead use a screening 
analysis to identify critical thresholds at which extreme weather hazard(s) would likely 
render an asset or operation vulnerable based on the relevant attributes determined in the 
sensitivity analysis.  If a screening analysis identifies potential vulnerabilities among 
assets and operations considered especially significant or critical, transmission providers 
conducting vulnerability assessments could supplement their analysis with a more 
detailed review of the specific assets and operations.  
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Once these vulnerabilities are identified, transmission providers may estimate the 
magnitude of the impacts that would cause damage or disruption to assets or operations 
triggered by various extreme weather hazards.  For example, NERC acknowledges that 
various conditions could lead to loss of resources, including extreme cold temperatures 
and wind that can cause wellhead, processing plant, or compressor station freezing or 
ambient temperature conditions that are outside the operating temperatures for the asset.16

Proposal

We propose to direct each transmission provider to provide the following information 
about the methods or processes it uses, or plans to use, in its extreme weather 
vulnerability assessment to assess the vulnerability of its transmission assets and 
operations to extreme weather events.

Q14) A description of how the transmission provider identifies the 
transmission assets or operations vulnerable to the extreme weather events 
for which it conducts assessments;

Q15) A description of how the transmission provider uses, or plans to use, 
screening analyses to test for potential vulnerabilities, as well as how the 
transmission provider examines, or plans to examine, the sensitivities of the
transmission assets and operations being studied to types and magnitudes of
extreme weather events. 

Costs of Impacts

Background

The aggregate economic effects of climate change and extreme weather on energy 
infrastructure could be trillions of dollars over the next few decades, including the costs 
of power outages to utility customers and costs to rebuild from storm damage, among 
others.17  These costs are a function of the estimated exposure of the impacted assets, 
their geographical locations, the severity of associated extreme weather impacts, other 
potential location-specific factors, and the study’s timeframe and assumed discount rate 
(used for converting costs to net present value).  These costs may be further broken up 
into direct and indirect costs.

In this proceeding, we define direct costs as the economic losses borne by the 
transmission provider.  Direct costs may include expenditures and administrative and 
labor costs associated with responding to and resolving extreme weather impacts, such as 
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the costs of repairing, replacing, or relocating an asset.  Direct costs may also include the 
transmission provider’s opportunity costs of lost sales during an outage.18  Transmission 
providers may arrive at a rough estimate of direct costs by assuming that impacted 
vulnerable assets would be damaged beyond repair and calculating their associated 
replacement costs.  Alternatively, a more detailed analysis could examine how costs vary 
as a function of impact severity for specific assets and operations.19

Depending on the scope of the extreme weather vulnerability assessment, transmission 
providers may also consider indirect costs, which we define in this proceeding as costs 
associated with loss of service to utility customers.20  For example, relevant indirect costs 
may include equipment damage, spoilage, and health and safety effects.21  Value of lost 
load calculations, which estimate the value that customers place on reliable electricity 
service, are a common method for quantitatively estimating indirect costs.22

Proposal

We propose to direct each transmission provider to provide the following information on 
how it estimates, or plans to estimate, the costs associated with extreme weather impacts 
in its extreme weather vulnerability assessments: 

Q16) A description of the methodology or process, if any, the transmission
provider uses, or plans to use, to estimate the potential costs of extreme 
weather impacts on identified vulnerable assets and operations;

Q17) If the transmission provider estimates such potential costs, a 
description of the types of:  (a) direct costs, such as replacements or repair 
costs, restoration costs, associated labor costs, or opportunity costs of lost 
sales, and (b) indirect costs, such as costs associated with loss of service to 
electric customers and other utilities that purchase power from the 
transmission provider, including equipment damage, spoilage, and health 
and safety effects,23 in calculating the costs of extreme weather impacts.

Risk Mitigation
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Background

In general, the overall vulnerability of the transmission system is a function of the 
estimated exposure of vulnerable assets and operations to extreme weather threats and the
estimated impact of those threats.  For example, the failure of an asset that is highly 
exposed to a particular extreme weather risk may not materially increase the overall 
vulnerability of the system if there are other redundant assets that perform similar system 
functions.  Conversely, the failure of a pivotal asset (i.e., not backed by redundant assets) 
with relatively low exposure to a particular extreme weather risk may nonetheless pose 
significant operational challenges if such failure were to occur.

Some transmission providers consider the potential degradation or failure of key assets 
and operations due to various extreme weather threats by using likelihood-consequence 
matrices to categorize vulnerable assets and operations based on:  (1) the likelihood that 
the asset or operation is impacted by an extreme weather event or change in climatic 
parameter (e.g., severe storms and flooding, ambient heat increase, sea-level rise); and (2)
the estimated associated consequences for overall system performance.  This approach 
can reveal the need to replace certain assets, deficiencies in current asset and operational 
performance standards, or the potential for stranded assets.24

  Under this approach, transmission providers may further define illustrative anchors for 
these categories to foster a consistent interpretation under this approach.  For example, 
Public Service Electric & Gas Company (PSE&G) chose to map vulnerabilities onto a 
likelihood-consequence matrix composed of six likelihood categories—with its highest 
likelihood category as those events expected to occur more than once per year, and its 
lowest likelihood category as those which are expected to never occur—and six 
consequence categories (‘inconsequential,’ ‘minimal,’ ‘minor,’ ‘moderate,’ 
‘considerable,’ and ‘severe’).25  PSE&G then assigned numeric ratings to each likelihood 
and consequence category and scored each extreme weather vulnerability by multiplying 
the two ratings together.  This approach enabled PSE&G to rank the severity of extreme 
weather and climate risks to its assets and further prioritize actions to mitigate these 
risks.26 

After assessing the relative risks to assets and operations, the transmission provider can 
then determine appropriate mitigation.  Example solutions for mitigating risks to 
vulnerable assets may include hardening or relocating, while example solutions for 
mitigating risks to vulnerable operations may include improved load management 
practices that reduce outages and expedite restoration.  
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Proposal

We propose to direct each transmission provider to provide the following information on 
the processes and policies it uses, or plans to use, to determine and implement appropriate
measures for mitigating extreme weather risks identified in its extreme weather 
vulnerability assessment:

Q18)  A description of how the transmission provider uses, or plans to use,
the results of its assessment to develop measures to mitigate extreme 
weather risks, including:

i. How the transmission provider determines which risks should be 
mitigated and the appropriate time horizon for mitigation;

ii. How the transmission provider determines appropriate extreme 
weather risk mitigation measures, including any analyses used to 
determine the lowest-cost or most impactful portfolio of measures;

Q19) A description of how the transmission provider informs, or plans to 
inform, relevant stakeholders—such as neighboring transmission providers,
RTOs/ISOs of which the transmission provider is a member, electric 
customers, affected and frontline communities, shareholders and investors, 
emergency management agencies, local and state administrations, and state 
utility regulators—of identified extreme weather risks and selected 
mitigation measures;

Q20) A description of the extent to which the transmission provider 
incorporates, or plans to incorporate, identified extreme weather risks and 
mitigation measures into local and regional transmission planning 
processes;

Q21) A description of how the transmission provider measures, or plans to
measure, the progress and success of extreme weather risk mitigation 
measures (e.g., through reduced outages) and how it incorporates these 
observations into ongoing and future extreme risk mitigation actions.


