CISA Program Impact Evaluation Survey
ACTIVE SHOOTER PREPAREDNESS TRAINING SURVEY
PRA Burden Statement: The public reporting burden to complete this information collection is estimated at 3 minutes per response, including the time completing and reviewing the collected information. The collection of this information is voluntary. An agency may not conduct or sponsor, and a person is not required to respond to a collection of information unless it displays a currently valid OMB control number and expiration date. Send comments regarding this burden estimate or any other aspect of this collection of information, including suggestions for reducing this burden to DHS/CISA. Mail Stop 0608, 245 Murray Lane SW, Arlington, VA 20598. ATTN: PRA [1670-0027].
OMB Control Number: 1670-0027
OMB Expiration Date: 5/23/2024


A1. What category best describes your organization?
· Federal Government
· State Government
· Local Government
· Tribal Government
· Territorial Government
· Private sector or industry
· Research or academia
· Non-profit
· International
· Other (Specify)_____________________________________________



A2. What sector of critical infrastructure are you most closely aligned?
· Faith-based (Houses of Worship)
· Education
· Elections
· Chemical Sector
· Commercial Facilities Sector
· Communications Sector
· Critical Manufacturing Sector
· Dams Sector
· Defense Industrial Base Sector
· Emergency Services Sector
· Energy Sector
· Financial Services Sector
· Food and Agriculture Sector
· Government Facilities Sector
· Healthcare and Public Health Sector
· Information Technology Sector
· Nuclear Reactors, Materials, and Waste Sector
· Transportation Systems Sector
· Water and Wastewater Systems Sector
· Other (Specify)_____________________________________________




A3.  Which category best describes your role within your organization?
· Security and/or Safety Director / Planner
· Executive
· Supervisor/Administrator
· Employee  
· Trainer/Instructor/Educator 
· Emergency Responder (non-Law Enforcement)
· Law Enforcement
· Cybersecurity professional
· Volunteer
· Member
· Other (Specify)_____________________________________________



S1. Our records indicate you registered for a CISA Active Shooter Preparedness webinar within 
       the last 3 months. Did you attend and watch the full webinar?

· Yes - Go to A4
· No 


IF S1=NO
Thank you.  This survey is for those who attended the webinar. Please consider attending a 
webinar at your earliest convenience. Additional information can be found here:  https://www.cisa.gov/active-shooter-preparedness



IF S1=YES
[bookmark: _Hlk121830552][bookmark: _Hlk121830809]A4. Did your organization enhance its security practices as a result of the training you attended? 

· Yes 
· No 
· Don’t know/Not sure

IF A4=YES
A5. How did your organization enhance its security practices?
Mark all that apply.
□	Created, or are in the process of creating, an emergency action plan
□	Updated, or in the process of updating, an existing emergency action plan
□	Conducted, or planning to conduct, an exercise of an emergency action plan
□	Incorporated, or in the process of incorporating, new protective measures
□	Implemented, or in the process of implementing, new training courses or programs
□	Other (Please specify) _____________________________


IF A4=NO
A6. Which of the following hindered, or are hindering, the implementation of security practices in your organization? 

Mark all that apply.
□	Other priorities take precedence
□	Time constraints (such as lack of time to implement new or improve current security practices)
□	Resource constraints (such as money, equipment, etc.)
□	Leadership engagement
□	Availability of qualified personnel
□	Legal or regulatory constraints
□	Require additional guidance, assistance, or expertise 
□	Already had suggested security practices in place
□	Other (please specify)__________________________________


[bookmark: _Hlk116999727]A7. Which of the following webinar topics did you find most helpful?

○	How to Recognize & Prevent an active assailant attack
○	How to Protect myself, facility or organization from an attack
○	How to Mitigate an attack or the effects of an attack
○	How to Respond to an attack
○	How to Recover in the aftermath of an attack
○	Introduction to Security Plan Development
○	All topics were equally helpful

IF A7=All topics were equally helpful
Thank you for completing this survey!  Contact ASWorkshop@CISA.DHS.GOV for additional information.


A8. Which of the following webinar topics did you find least helpful?

○	How to Recognize & Prevent an active assailant attack
○	How to Protect myself, facility or organization from an attack
○	How to Mitigate an attack or the effects of an attack
○	How to Respond to an attack
○	How to Recover in the aftermath of an attack
○	Introduction to Security Plan Development
○	None of the topics were unhelpful

IF A8=None of the topics were unhelpful
Thank you for completing this survey!  Contact ASWorkshop@CISA.DHS.GOV for additional information.


A9. Why did you find that topic least helpful?

○	This topic does not apply to my organization
○	There was not enough information presented on this topic to be useful
○	The information was not clearly presented on this topic
○	The information presented was not as important to me as the other topics covered
○	Other (please specify) 
______________________________________________



Thank you for completing this survey!  Contact ASWorkshop@CISA.DHS.GOV for additional information. 
