Information and Technology for Better Dec

Defense Information System for Security (DISS) Web Application

Standard Mandatory DoD Notice and Consent

8y clicking the "I agrae” consent box on this page, Users are consenting to the terms of use of the application and agree to comply with the Privacy At of 1974, applicable DD reguiations, other applicable laws, and Defense Information System for Security Family of Systems (DISS FoS) poliies to Include the
forfelture of DISS FoS access If terms of use are violated. Violation of these regulations, laws, andyor the Account Management Policy can constitute 2 misuse of DISS FoS that Could result In termination of the DISS FaS account(s), documentation of the Incldent on the DISS FaS record, and may Include disallowing the
subject(s), organlzation, and/or company from future access to DISS Fo or future personnel security systems. % remein lacked for an length of time duri reviews preceding a final declsion.

As a reminder, It Is a violation of DoD regulations to share authentication mechanisms Including any username/password or any approved Public Key Infrastructure (PKI) certificate. DISS FoS accounts are only provisioned for authorized Individuals, as a result, there Is no such thing s a “company” or shared account.
nly the authorized account holger Is permitted to view /access/use the DISS FoS account via  subject’s individually Issued PKI credential

er(s) andjor found In violation of the Privacy Act of 197¢, applicable Do regulations, other applicale laws, and DISS FoS policies will risk Immediate forfefture and TERMINATION of thelr DISS FoS and future personnel security systems' account(s}, regardiess of
1Y 2GEaSS rRQUIEMENc Cha may &xatCosLppor Miston-SH3ce and Job-essenia aske

You are accessing a U.S. Government (USG) Information System (IS) that Is provided for USG-autharized use only.
By using this IS (which Includes any device attached to this IS), you consent to the following conditions:

- The USG routinely Incercepts and menitors communicatlons on this 1S for purposes Including, but net imited to, penetration testing, COMSEC monitoring, network operations and defense, personnel miscanduct (PM), law enforcement (LE), and counterintelligence (€I investigations.
« At any time, the USG may Inspect and seize data stored on this 1S.

= Communications using, or Gata stored on, this IS are not private, are subject to routine monitaring, Interception, and search, and may be disclosed or used for any USG authorized purpose.

- This IS Includes v (eg. and to protact USG Interests - not for your persanal benefit or privacy.

+ Notwithatanding tne above, using this 15 does not consttue consent o PH, LE or Cl Investgetive seafching of mankoring of the: content of pivleged mmunicatons, or Work produc, elaed to personal FEpresenation o services bY StioMmeYs, psychomerapits, or clergy, and their assistants, Such
communications and work product are private and confidential. See User Agreement for det:
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DISS Login Screen

Confil

Personally Identifiable Information
| DATA YOU ARE ABOUT TO ACCESS COULD POTENTIALLY BE PROTECTED BY THE PRIVACY ACT OF 1974. You must: I

+ Have completed the necessary training with regards to Security and safe-guarding v i Information.

- Ensure that data is not posted, stored or available in any way for uncontrolled access on any media

| Ensure that data is protected at all times as required by the Privacy Act of 1974 (5 USC 552a(I)(3)) as amended and other applicable

| DoD regulatory and statutory authority; data will not be shared with offshore data from the orany
information derived from the appli shall not be publi disclosed, released, revealed, shown, sold, rented, leased or loaned
: to anyone outside of the performance of official duties without prior DCSA approval. |
| - Delete or destroy data from reports upon ion of the requi for their use on individual projects. |
| - Ensure data will not be used for marketing purposes.
| - Ensure distribution of data from a DCSA is restricted to those with a need-to-know. In no case shall data be shared with |
persons or entities that do not provide proof of a
« Be aware that criminal penalties under section 1106(a) of the Social Se:unty Act (42 USC 1306(a)), including possible imprisonment,

| may apply with respect to any of in the i that is i with the terms of application access.
The user further acknowledges that criminal penalties under the Privacy Act (5 USC 552a(I)(3)) may apply if it is determined that
the user has knowingly and willfully obtained access to the application(s) under false pretenses.

ACCESSIBILITY/SECTION 508 |

The U.S. Department of Defense is committed to making its electronic and information technologies accessible to individuals with disabilities in
accordance with Section 508 of the Rehabilitation Act (29 U.S.C. § 794d), as amended in 1998, For persons with disabilities experiencing difficulties
accessing content on a particular website, please email the DoD Section 508 mailbox: DoDSection508@osd.mil. In your message, please indicate the |
nature of your accessibility problem, the website address of the requested content, and your contact information so we can address your issue. For more
information about Section 508, please visit the DoD Section 508 website.

By clicking the "Yes, Continue" button below, users are consenting to the terms of use of the application and agree to comply with the Privacy Act of |
| 1974; if you do not agree click the "No, Logoff" button. |

| o= O |

DISS PIl Screen



Notice Insert your DoD Approved PKL
Credential and press the ‘Login’ button
AUTHORITY to log on.

5 usc 301 [ ogn |

PURPOSE/ROUTINE USE

Information you provide is used to verify your identity and usage of this website.
DISCLOSURE

Voluntary. However, if you fail to provide the requested information, DCSA will not be able to verify
your identity. If your Identity s not verified, you will be unable to gain access to the website.

Prevent illegal access of Privacy Act data by closing your browser before leaving your computer.

ASSISTANCE

For assistance or to report prablems, please contact the Help Desk.
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DISS Notice Screen

~ SMO Relationships (0)

Category = Relationship & SMO ¢ Begin Date = End Date &
Select v Select v

Expand

Mo relationships found with that criteria.

Add Relationships Remove Relationships

~ HSPD-12 and Suitability Determinations (2)

Py Determining Determining Determination
Type e CAF SMO Organization Date
IT3 Favorable 94-AW 1P-4 1997/11/06
:_:‘:;C Favorable 94-AW 1P-4 1997/11/06
~ Polygraph (0)
Type Agency Date Recorded

No records found.

~ Foreign Contact(s) and Relative(s) (1)

Type First Name Middle Last Name Citizenship Begin Date End Date

Brother Test Contact Papua New Guinea 2022/08/01

DISS SMO Relationships Screen



Subject Summary *

DISS_OPS DO_NOT_TOUCH TEST_SUBIECT subject Details

SSN: 222-33-4444 DoD EDI PN: 1509814550

DOB: 1935/01/31 Eligibility Level: None

Place Of Birth: MNone, GA, United States  Eligibility Determination:  Administratively Withdrawn made on 2017-09-08 by Collab CAF
Exception Code: None Open Investigatio

Supporting Investigation:  SSBI NDA Signed Date:

Incident Report: NDS Signed Date:

SII Search Report Incident

~ Citizenship Information (1)

Citizenship

sty Date

Citizenship Type Renunciation Date

United States

Type & Status < Indoctrination Date ¢ Granted By & Subject Category < Expand

No records found.

~ Continuous Evaluation (0)

Activity Description

No records found.

~ Adjudication History (6)

DISS Subject Summary



Activity Description

Secret adjudicati leted with a determination of No Action by DoD CAF on 2018/02/27.
n of No Action by DoD CAF on 2019/01/08.
Top Secret/SCI adjudication completed with a determi ion of No Action by DoD CAF on 2019/07/30.

~ Investigation History (2)

Activity Description

Secret adjudicati leted with a determ

SSBI investigation 1234 has been Completed on 2019-07-29,

SSBI investigation has been Completed on 1997-10-24.

Request Date Status Type SMO Agency EQIP Id Contract # Options Expand

No records found.

Category & Effective Date & Separation Date -~ ‘ Expand

Active Duty 2022/10/17 [+]

Add Category

* Category Organizations (0)

Organization Name & Category Name < Begin Date < End Date ~ ‘ Options

Mo subject organizations exist.

nships (0)

DISS Adjudication History Screen



