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Cybersecurity Coordinator and Alternate

• TSA requires TSA-specified critical pipeline owner/operators of hazardous liquid and natural gas 
pipelines and liquefied natural gas facilities to appoint a U.S. Citizen Cybersecurity Coordinator 
and alternate who must submit contact information. 

• In addition to being U.S. Citizens, these individuals must be eligible for a security clearance.  

• The Cybersecurity Coordinator serves as the primary contact for cyber-related intelligence 
information and cybersecurity-related activities and communications with TSA and CISA. 

• Must be accessible to TSA and CISA 24 hours a day, 7 days a week; must coordinate cyber and 
related security practices and procedures internally; and must work with appropriate law 
enforcement and emergency response agencies.



PRA Statement

• TSA estimates that the total average burden per response associated with this 
collection is approximately 0.5 hours. An agency may not conduct or 
sponsor, and a person is not required to respond to, a collection of  
information unless it displays a valid OMB control number. The control 
number for this collection is OMB 1652-0055, which expires 8/31/2025. 
You may submit any comments concerning the accuracy of  this burden 
estimate or any suggestions for reducing the burden to:  TSA-11, Attention: 
PRA 1652-0055, 6595 Springfield Center Drive, Springfield, VA 20598. 
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