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United States Department of Justice 
Self Reportable Activities 


ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT 
PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name


ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT


List Substance and Explain Circumstances Leading to Addiction 
or Treatment


Treatment Provider 
(To Include Contact Information)


Date(s) 
Treatment 
Provided







United States Department of Justice 
Self Reportable Activities 


ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT 
Page 2  


 


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.


EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)





United States Department of Justice

Self Reportable Activities

ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

CONTRACTOR INFORMATION (If applicable) header

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT

List Substance and Explain Circumstances Leading to Addiction or Treatment

Treatment Provider (To Include Contact Information)

Date(s) Treatment Provided

United States Department of Justice

Self Reportable Activities

ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT
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Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		List Substance and Explain Circumstances Leading to Addiction or Treatment: 

		Treatment Provider
(To Include Contact Information): 

		Enter date of signature: 

		: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


ARRESTS 
 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Last 4 SSNFirst Name Last NameMI


Mobile PhoneHome PhoneHome Address


COR NameCompany Name


FSO EmailFSO Phone NumberFSO Name


Office PhoneEmail AddressOffice/Component
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ARRESTS 
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ARRESTS 


(Official documentation regarding arrest and/or final disposition must be submitted with this form.)


Date(s) of the 
Incident(s) Location(s) of Incident(s) Charges Disposition or Next Steps


Circumstances Leading to Arrest (Please be specific)







United States Department of Justice 
Self Reportable Activities 


ARRESTS 
Page 3 


 
EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

ARRESTS

 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Last 4 SSN

Last 4 Social Security Number header

First Name

First Name header

Last Name

Last name header

MI

Middle initial header

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

COR Name

COR Name header

Company Name

Company Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

United States Department of Justice

Self Reportable Activities

ARRESTS

Page 2 

 

ARRESTS (Official documentation regarding arrest and/or final disposition must be submitted with this form.)

Header:   ARRESTS
(Official documentation regarding arrest and/or final disposition must be submitted with this form.)

Date(s) of the Incident(s)

Location(s) of Incident(s)

Charges

Disposition or Next Steps

Circumstances Leading to Arrest (Please be specific)

Circumstances Leading to Arrest (Please be specific) heading

United States Department of Justice

Self Reportable Activities

ARRESTS

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		Enter Last 4 Social Security Number: 

		Enter First name: 

		Enter Last name: 

		Enter Middle Initial: 

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		enter COR Name: 

		enter Company Name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		Enter date of signature: 

		Location(s) of Incident(s): 

		Charges: 

		Disposition or Next Steps: 

		enter Circumstances Leading to Arrest (Please be specific) : 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


ATTEMPT TO OBTAIN INFORMATION 
Attempted Elicitation, Exploitation, Blackmail, Coercion or Enticement to Obtain Information 


 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name







United States Department of Justice 
Self Reportable Activities 


ATTEMPT TO OBTAIN INFORMATION 
Attempted Elicitation, Exploitation, Blackmail, Coercion or Enticement to Obtain Information 


Page 2  
 


ATTEMPTED ELICIATION, EXPLOITATION, BLACKMAIL, COERCION, OR ENTICEMENT TO 
OBTAIN CLASSIFIED INFORMATION OR OTHER INFORMATION SPECIFICALLY PROHIBITED BY 


LAW FROM DISCLOSURE


Incident Date Name of Individual(s) 
Involved Media Involved Electronic Address Type of Information 


Being Sought


BACKGROUND, CIRCUMSTANCES AND CURRENT STATE OF THE MATTER 
 (PLEASE BE SPECIFIC)


Nature of the Incident







United States Department of Justice 
Self Reportable Activities 


ATTEMPT TO OBTAIN INFORMATION 
Attempted Elicitation, Exploitation, Blackmail, Coercion or Enticement to Obtain Information 


Page 3 
 


EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

ATTEMPT TO OBTAIN INFORMATION

Attempted Elicitation, Exploitation, Blackmail, Coercion or Enticement to Obtain Information

 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

United States Department of Justice

Self Reportable Activities

ATTEMPT TO OBTAIN INFORMATION

Attempted Elicitation, Exploitation, Blackmail, Coercion or Enticement to Obtain Information

Page 2 

 

ATTEMPTED ELICIATION, EXPLOITATION, BLACKMAIL, COERCION, OR ENTICEMENT TO OBTAIN CLASSIFIED INFORMATION OR OTHER INFORMATION SPECIFICALLY PROHIBITED BY LAW FROM DISCLOSURE

ATTEMPTED ELICIATION, EXPLOITATION, BLACKMAIL, COERCION, OR ENTICEMENT TO OBTAIN CLASSIFIED INFORMATION OR OTHER INFORMATION SPECIFICALLY PROHIBITED BY LAW FROM DISCLOSURE header

Incident Date

Name of Individual(s) Involved

Media Involved

Electronic Address

Type of Information Being Sought

Type of Information Being Sought

BACKGROUND, CIRCUMSTANCES AND CURRENT STATE OF THE MATTER  (PLEASE BE SPECIFIC)

Nature of the Incident

United States Department of Justice

Self Reportable Activities

ATTEMPT TO OBTAIN INFORMATION

Attempted Elicitation, Exploitation, Blackmail, Coercion or Enticement to Obtain Information

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		Enter date of signature: 

		Name of Individual(s) Involved: 

		Media Involved: 

		Electronic Address: 

		TypeInfo: 

		Nature of the Incident: 

		TextField1: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


FINANCIAL ISSUES 
(Delinquencies and/or Infusion of Assets) 


 
PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name







United States Department of Justice 
Self Reportable Activities 


FINANCIAL ISSUES 
(Delinquencies and/or Infusion of Assets) 


Page 2  
 


FINANCIAL OBLIGATION DELINQUENCIES


Type of Issue 
(Bankruptcy, 


delinquencies, etc.)
Dollar Value Reason Action to Resolve (if applicable)


FINANCIAL ANOMALIES


Type of Issue or 
Anomaly (Inheritance, 


delinquencies, etc.)
Dollar Value Reason Action to Resolve (if applicable)


INFUSION OF ASSETS OF $ 10,000 OR GREATER 


Type of Asset Dollar Value Reason Date Obtained







United States Department of Justice 
Self Reportable Activities 


FINANCIAL ISSUES 
(Delinquencies and/or Infusion of Assets) 


Page 3 
 


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


EMPLOYEE SIGNATURE


Signature 
(electronic or print form) Date


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


If you are a participant in a CIPA or classified court case please submit to your CISO.


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

FINANCIAL ISSUES

(Delinquencies and/or Infusion of Assets)

 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Self Reportable Activities

FINANCIAL ISSUES

(Delinquencies and/or Infusion of Assets)

Page 2 

 

FINANCIAL OBLIGATION DELINQUENCIES

FINANCIAL OBLIGATION DELINQUENCIES header

Type of Issue (Bankruptcy, delinquencies, etc.)

Dollar Value

Reason

Action to Resolve (if applicable)

FINANCIAL ANOMALIES

FINANCIAL ANOMALIES header

Type of Issue or Anomaly (Inheritance, delinquencies, etc.)

Dollar Value

Dollar Value

Reason

Action to Resolve (if applicable)

INFUSION OF ASSETS OF $ 10,000 OR GREATER 

Type of Asset

Dollar Value

Reason

Date Obtained

United States Department of Justice

Self Reportable Activities

FINANCIAL ISSUES

(Delinquencies and/or Infusion of Assets)

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

If you are a participant in a CIPA or classified court case please submit to your CISO.

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Type of Asset: 

		Dollar Value: 

		Reason: 

		Action to Resolve (if applicable): 

		Type of Issue or Anomaly (Inheritance, delinquencies, etc.): 

		Enter date of signature: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		: 

		Button to submit form to SPM: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 
FOREIGN CONTACTS 


Continuous Association with Foreign National, and/or Unofficial Contacts with Foreign Nationals or Known/
Suspected Foreign Intelligence Entity 


 
PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name







United States Department of Justice 
Self Reportable Activities 
FOREIGN CONTACTS 


Continuous Association with Foreign National, and/or Unofficial Contacts with Foreign Nationals or Known/
Suspected Foreign Intelligence Entity 


Page 2  
 


CONTINUING ASSOCIATION WITH KNOWN FOREIGN NATIONAL(S) OR FOREIGN NATIONAL 
ROOMATES(S) 


(Any Foreign National Who Co-occupies the Residence for More than 30 Calendar Days)


Name Citizenship(s) Occupation
Relationship 
(Business or 


Personal)


Duration/
Frequency


For Each Individual Listed Above Please Clarify Below the Current Status of the Relationship


UNOFFICIAL CONTACT WITH A KNOWN OR SUSPECTED FOREIGN INTELLIGENCE ENTITY


Service Involved Name of Contact Date of Contact Nature of Contact (To Include any 
Unusual or Suspicious Activity) 


Likelihood of 
Future Contact







United States Department of Justice 
Self Reportable Activities 
FOREIGN CONTACTS 


Continuous Association with Foreign National, and/or Unofficial Contacts with Foreign Nationals or Known/
Suspected Foreign Intelligence Entity 


Page 3 
 


EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


If you are a participant in a CIPA or classified court case please submit to your CISO.


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

FOREIGN CONTACTS

Continuous Association with Foreign National, and/or Unofficial Contacts with Foreign Nationals or Known/Suspected Foreign Intelligence Entity

 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Self Reportable Activities

FOREIGN CONTACTS

Continuous Association with Foreign National, and/or Unofficial Contacts with Foreign Nationals or Known/Suspected Foreign Intelligence Entity

Page 2 

 

CONTINUING ASSOCIATION WITH KNOWN FOREIGN NATIONAL(S) OR FOREIGN NATIONAL ROOMATES(S) (Any Foreign National Who Co-occupies the Residence for More than 30 Calendar Days)

Section Heading: CONTINUING ASSOCIATION WITH KNOWN FOREIGN NATIONAL(S) OR FOREIGN NATIONAL ROOMATES(S)
(Any Foreign National Who Co-occupies the Residence for More than 30 Calendar Days)

Name

Citizenship(s)

Occupation

Relationship (Business or Personal)

Duration/Frequency

For Each Individual Listed Above Please Clarify Below the Current Status of the Relationship

UNOFFICIAL CONTACT WITH A KNOWN OR SUSPECTED FOREIGN INTELLIGENCE ENTITY

UNOFFICIAL CONTACT WITH A KNOWN OR SUSPECTED FOREIGN INTELLIGENCE ENTITY header

Service Involved

Name of Contact

Date of Contact

Nature of Contact (To Include any Unusual or Suspicious Activity) 

Likelihood of Future Contact

United States Department of Justice

Self Reportable Activities

FOREIGN CONTACTS

Continuous Association with Foreign National, and/or Unofficial Contacts with Foreign Nationals or Known/Suspected Foreign Intelligence Entity

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

If you are a participant in a CIPA or classified court case please submit to your CISO.

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Name of Contact: 

		Enter Country of Foreign Citizenship: 

		Enter Occupation: 

		Relationship (Business or Personal): 

		Duration/Frequency: 

		For Each Individual Listed Above Please Clarify Below the Current Status of the Relationship: 

		Service Involved: 

		Enter date of signature: 

		Nature of Contact (To Include any Unusual or Suspicious Activity) : 

		Likelihood of Future Contact: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		: 

		PrivacyActText: 

		Button to submit form to SPM: 










United States Department of Justice 
Self Reportable Activities 


FOREIGN TRAVEL  
 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name







United States Department of Justice 
Self Reportable Activities 


FOREIGN TRAVEL 
Page 2  


 


 TRAVEL INFORMATION


Destination Country City Trip Departure Date Trip Return Date


  FOREIGN NATIONAL TRAVEL COMPANIONS (if any)  


Companion Name Relationship Citizenship Country of Birth


  ITINERARY 


City, Country Date Airline/Cruise 
 Line/Train (as applicable)


Flight/Train 
Number (if 


known)


Air Carrier/Cruise 
Line


Depart


Arrive


Depart


Arrive


Depart


Arrive


EMERGENCY CONTACT INFORMATION


First and Last Name Relationship to Contact


Telephone Number Emergency Contact Address







United States Department of Justice 
Self Reportable Activities 


FOREIGN TRAVEL 
Page 3  


 


HOTEL INFORMATION (if known)


Name of Hotel Dates of Stay


  CONTACTS AT FOREIGN DESTINATION  (if any)


Name of Individual, Company or Foreign 
Government Reason for Contact


Relationship 
(Business or 


Personal)
Citizenship


Nature of any Foreign Legal or Customs Incidents


PASSPORT INFORMATION


Passport or Enhanced Driver's License Number Country of Issuance







United States Department of Justice 
Self Reportable Activities 


FOREIGN TRAVEL 
Page 4  


 
 POST TRAVEL REPORTING 


(Unusual or suspicious occurrences during travel, including those of possible security or counterintelligence 
significance and any legal or customs incidents encountered.)


Incident Date Name of Foreign Government, 
Companies, or Citizens Involved Country Nature of Contact Type of Information 


Being Sought


Did you cross any border not previously reported?


Date Destination Purpose Contact with Foreign National?


Background, Circumstances and Current State of the Matter







United States Department of Justice 
Self Reportable Activities 


FOREIGN TRAVEL 
Page 5 


 
EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

FOREIGN TRAVEL 

 

PURPOSE OF THIS FORM

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Self Reportable Activities

FOREIGN TRAVEL

Page 2 

 

 TRAVEL INFORMATION

Destination Country

City

Trip Departure Date

Trip Return Date

  FOREIGN NATIONAL TRAVEL COMPANIONS (if any)  

Companion Name

Relationship

Citizenship

Country of Birth

  ITINERARY 

City, Country

Date

Airline/Cruise  Line/Train (as applicable)

Flight/Train Number (if known)

Air Carrier/Cruise Line

Depart

Arrive

Depart

Arrive

Depart

Arrive

EMERGENCY CONTACT INFORMATION

First and Last Name

Relationship to Contact

Telephone Number

Emergency Contact Address

United States Department of Justice

Self Reportable Activities

FOREIGN TRAVEL

Page 3 

 

HOTEL INFORMATION (if known)

Name of Hotel

Dates of Stay

  CONTACTS AT FOREIGN DESTINATION  (if any)

Name of Individual, Company or Foreign Government

Reason for Contact

Relationship (Business or Personal)

Citizenship

Nature of any Foreign Legal or Customs Incidents

PASSPORT INFORMATION

Passport or Enhanced Driver's License Number

Country of Issuance

United States Department of Justice

Self Reportable Activities

FOREIGN TRAVEL

Page 4 

 

 POST TRAVEL REPORTING (Unusual or suspicious occurrences during travel, including those of possible security or counterintelligence significance and any legal or customs incidents encountered.)

Incident Date

Name of Foreign Government, Companies, or Citizens Involved

Country

Nature of Contact

Type of Information Being Sought

Did you cross any border not previously reported?

Date

Destination

Purpose

Contact with Foreign National?

Background, Circumstances and Current State of the Matter

United States Department of Justice

Self Reportable Activities

FOREIGN TRAVEL

Page 5

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Enter country of birth of companion: 

		Enter return date: 

		Enter name of individual, company or foreign government: 

		Enter relationship to companion: 

		Citizenship: 

		Enter arrival city and country: 

		Enter date of signature: 

		Enter name of Airline, Cruise Line or Train: 

		Enter flight or train number: 

		Enter carrier name: 

		Cell1: 

		Cell2: 

		: 

		Enter dates of stay: 

		Reason: 

		ForeignContact1Relationship: 

		Enter the nature of any foreign legal or customs incidents: 

		Enter name of individual, company or foreign government involved: 

		Enter incident country: 

		Enter nature of contact: 

		Enter type of information sought: 

		Border Crossing not previously reported, yes or no: 

		Enter destination : 

		Enter purpose of border crossing: 

		Indicate foreign contact, yes or no: 

		Background, Circumstances and current state of the border crossing incident: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


SELF-REPORT ALLEGATIONS OF MISCONDUCT


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name







United States Department of Justice 
Self Reportable Activities 


SELF-REPORT ALLEGATIONS OF MISCONDUCT 
Page 2  


 
ALLEGATION OF MISCONDUCT


Date(s) of the Incident(s) Type of Misconduct


Background, Circumstances and Current State of the Matter







United States Department of Justice 
Self Reportable Activities 


SELF-REPORT ALLEGATIONS OF MISCONDUCT 
Page 3 


 
EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

SELF-REPORT ALLEGATIONS OF MISCONDUCT

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Self Reportable Activities

SELF-REPORT ALLEGATIONS OF MISCONDUCT

Page 2 

 

ALLEGATION OF MISCONDUCT

ALLEGATION OF MISCONDUCT header

Date(s) of the Incident(s)

Type of Misconduct

Background, Circumstances and Current State of the Matter

Background, Circumstances and Current State of the Matter header

United States Department of Justice

Self Reportable Activities

SELF-REPORT ALLEGATIONS OF MISCONDUCT

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Enter date of signature: 

		Type of Misconduct: 

		Enter Background, Circumstances and Current State of the Matter details : 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


POSSESSION/APPLICATION FOR FOREIGN PASSPORT OR IDENTITY CARD 
 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name







United States Department of Justice 
Self Reportable Activities 


POSSESSION/APPLICATION FOR FOREIGN PASSPORT OR IDENTITY CARD 
Page 2  


 


APPLICATION FOR A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL


Country Date of 
Application Reason for Application Current Status Date of Receipt


POSSESSION OF A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL


Issuing Country Number Date of Issuance Expiration Date Reason for Possession


USE OF A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL


Issuing Country Reason for Use Date(s) of Use Country(ies) 
Where Used 







United States Department of Justice 
Self Reportable Activities 


POSSESSION/APPLICATION FOR FOREIGN PASSPORT OR IDENTITY CARD 
Page 3 


 


EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

POSSESSION/APPLICATION FOR FOREIGN PASSPORT OR IDENTITY CARD

 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Self Reportable Activities

POSSESSION/APPLICATION FOR FOREIGN PASSPORT OR IDENTITY CARD

Page 2 

 

APPLICATION FOR A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL

APPLICATION FOR A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL header

Country

Date of Application

Reason for Application

Current Status

Date of Receipt

POSSESSION OF A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL

POSSESSION OF A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL header

Issuing Country

Number

Date of Issuance

Expiration Date

Reason for Possession

USE OF A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL

USE OF A FOREIGN PASSPORT OR IDENTITY CARD FOR TRAVEL header

Issuing Country

Reason for Use

Date(s) of Use

Country(ies) Where Used 

United States Department of Justice

Self Reportable Activities

POSSESSION/APPLICATION FOR FOREIGN PASSPORT OR IDENTITY CARD

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Issuing Country: 

		Enter date of signature: 

		Reason for Possession: 

		Current Status: 

		Date of Receipt: 

		Number: 

		Date of Issuance: 

		Expiration Date: 

		Issuing Country: 

		Reason for Use: 

		Date(s) of Use: 

		Country(ies) Where Used : 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


REPORTING OF OTHER FOREIGN MATTERS  
 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name







United States Department of Justice 
Self Reportable Activities 


REPORTING OF OTHER FOREIGN MATTERS  
Page 2


FOREIGN CITIZENSHIP


  FOREIGN BANK ACCOUNT


Financial Institution Country Purpose Balance


Country Date of 
 Application


Basis for  
Citizenship Current Status Date of Receipt


Location (full address) Estimated Value Balance Due Date Purchased Purpose and Use How Acquired


 OWNERSHIP OF FOREIGN PROPERTY







United States Department of Justice 
Self Reportable Activities 


REPORTING OF OTHER FOREIGN MATTERS  
Page 3


 INVOLVEMENT IN FOREIGN BUSINESS


Nature of Involvement Countries Name of Business


VOTING IN A FOREIGN ELECTION


Country Election Date


ADOPTION OF NON-U.S. CITIZEN CHILDREN


Country Foreign Government 
Organization Involved 


Foreign Travel  
Required?


Adoption Agency or 
Other Intermediary


Adoptive Parents' Current 
Connection to Foreign 


Country







United States Department of Justice 
Self Reportable Activities 


REPORTING OF OTHER FOREIGN MATTERS  
Page 4


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


If you are a participant in a CIPA or classified court case please submit to your CISO.


Signature 
(electronic or print form) Date


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


EMPLOYEE SIGNATURE


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

REPORTING OF OTHER FOREIGN MATTERS 

 

PURPOSE OF THIS FORM

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Reportable Activities page 3

FORM DOJ-

December 2015

 

3)  ITINERARY (for travel more than 24 hours)

United States Department of Justice

Self Reportable Activities

REPORTING OF OTHER FOREIGN MATTERS 

Page 2

FOREIGN CITIZENSHIP

  FOREIGN BANK ACCOUNT

Financial Institution

Country

Purpose

Balance

Country

Date of  Application

Basis for  Citizenship

Current Status

Date of Receipt

Location (full address)

Estimated Value

Balance Due

Date Purchased

Purpose and Use

How Acquired

 OWNERSHIP OF FOREIGN PROPERTY

United States Department of Justice

Reportable Activities page 4

FORM DOJ-

December 2015

 

4)  CONTACTS AT FOREIGN DESTINATION  (if any)

United States Department of Justice

Self Reportable Activities

REPORTING OF OTHER FOREIGN MATTERS 

Page 3

 INVOLVEMENT IN FOREIGN BUSINESS

Nature of Involvement

Countries

Name of Business

VOTING IN A FOREIGN ELECTION

Country

Election

Date

ADOPTION OF NON-U.S. CITIZEN CHILDREN

Country

Foreign Government Organization Involved 

Foreign Travel  Required?

Adoption Agency or Other Intermediary

Adoptive Parents' Current Connection to Foreign Country

United States Department of Justice

Self Reportable Activities

REPORTING OF OTHER FOREIGN MATTERS 

Page 4

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

If you are a participant in a CIPA or classified court case please submit to your CISO.

Signature (electronic or print form)

Date

EMPLOYEE SIGNATURE

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Enter name of foreign bank: 

		Enter adoptive child's country of origin: 

		Enter purpose and use: 

		Enter balance in foreign bank account: 

		Enter date of application for foreign citizenship: 

		Enter basis for claiming citizenship: 

		Enter current status of citizenship: 

		Enter date you received citizenship: 

		Enter location of foreign property: 

		Enter value of foreign property: 

		Enter balance due on foreign property: 

		Enter purchase date: 

		Enter how foreign property was acquired: 

		Enter nature of involvement in foreign business: 

		Enter name of foreign business: 

		Enter foreign election you voted in: 

		Enter date of signature: 

		Enter foreign government organization involved: 

		Enter whether foreign travel was required, yes or no: 

		Enter name of adoption agency or other intermediary: 

		Explain current connection to child's country of origin: 

		PrivacyActText: 

		: 

		Button to submit form to SPM: 

		Sign the form: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0










United States Department of Justice 
Reportable Activities of Other Covered Personnel


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


PERSONAL INFORMATION


IDENTITY OF INDIVIDUAL WHO IS THE SUBJECT OF THIS REPORT


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


Privacy Act Notice:  Under the Privacy Act your name as the reporting individual would be released to the subject of 
the report should the individual make a Privacy Act request to the Department of Justice for information maintained in 
their security file. 


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name







United States Department of Justice 
Reportable Activities of Other Covered Personnel 


Page 2  
 


TYPES OF REPORTING 
Please Complete as Applicable Below


UNWILLINGNESS TO COMPLY WITH RULES AND REGULATIONS OR SECURITY REQUIREMENTS


Date(s) of the 
Incident(s) Location(s) of the Incident(s) Circumstances Disposition


UNEXPLAINED AFFLUENCE OR EXCESSIVE INDEBTEDNESS


Type of Issue or 
Anomaly 


(Bankruptcy, 
Inheritance, 


Delinquencies, 
etc.)


Dollar Value Reason Action To Resolve 
(If Applicable)







United States Department of Justice 
Reportable Activities of Other Covered Personnel 


Page 3  
 


ALCOHOL ABUSE OR ALCOHOL RELATED TREATMENT


Reason Treatment Provider (to Include Contact Information) Date(s) Treatment 
Provided


ILLEGAL USE OR MISUSE OF DRUGS, DRUG ACTIVITY, OR DRUG RELATED TREATMENT


Reason Treatment Provider (to Include Contact Information) Date(s) Treatment 
Provided


APPARENT OR SUSPECTED MENTAL HEALTH ISSUES WHERE THERE IS REASON TO BELIEVE IT 
MAY IMPACT THE INDIVIDUAL'S ABILITY TO PROTECT CLASSIFIED INFORMATION OR OTHER 


INFORMATION SPECIFICALLY PROHIBITED BY LAW FROM DISCLOSURE


Date Location Description







United States Department of Justice 
Reportable Activities of Other Covered Personnel 


Page 4  
 


CRIMINAL CONDUCT


Date(s) of the 
Incident(s) Location(s) of the Incident(s) Charges and Circumstances 


Leading to Arrest Disposition


ANY ACTIVITY THAT RAISES DOUBTS AS TO WHETHER ANOTHER COVERED INDIVIDUAL'S 
CONTINUED ELIGIBILITY FOR ACCESS IS CLEARLY CONSISTENT WITH THE INTEREST OF 


NATIONAL SECURITY


Background, Circumstances and Current State of the Matter







United States Department of Justice 
Reportable Activities of Other Covered Personnel 


Page 5  
 


MISUSE OF U.S. GOVERNMENT PROPERTY OR INFORMATION TECHNOLOGY SYSTEMS


Date(s) of the 
Incident(s) Location(s) of the Incident(s) Description Disposition


Please Provide Any Other Information Relevant to the Incident(s) Reported on this Form







EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


United States Department of Justice 
Reportable Activities of Other Covered Personnel 


Page 6  
 


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Reportable Activities of Other Covered Personnel

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

PERSONAL INFORMATION


PERSONAL INFORMATION header

IDENTITY OF INDIVIDUAL WHO IS THE SUBJECT OF THIS REPORT

IDENTITY OF INDIVIDUAL WHO IS THE SUBJECT OF THIS REPORT header

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Office Phone header

Email Address

Email Address header

Office/Component

Office or Component header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

Privacy Act Notice:  Under the Privacy Act your name as the reporting individual would be released to the subject of the report should the individual make a Privacy Act request to the Department of Justice for information maintained in their security file. 

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

United States Department of Justice

Reportable Activities of Other Covered Personnel
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TYPES OF REPORTING Please Complete as Applicable Below

TYPES OF REPORTING header

UNWILLINGNESS TO COMPLY WITH RULES AND REGULATIONS OR SECURITY REQUIREMENTS

UNWILLINGNESS TO COMPLY WITH RULES AND REGULATIONS OR SECURITY REQUIREMENTS header

Date(s) of the Incident(s)

Location(s) of the Incident(s)

Circumstances

Disposition

UNEXPLAINED AFFLUENCE OR EXCESSIVE INDEBTEDNESS

UNEXPLAINED AFFLUENCE OR EXCESSIVE INDEBTEDNESS header

Type of Issue or Anomaly (Bankruptcy, Inheritance, Delinquencies, etc.)

Dollar Value

Reason

Action To Resolve (If Applicable)

United States Department of Justice

Reportable Activities of Other Covered Personnel

Page 3 

 

ALCOHOL ABUSE OR ALCOHOL RELATED TREATMENT

ALCOHOL ABUSE OR ALCOHOL RELATED TREATMENT header

Reason

Treatment Provider (to Include Contact Information)

Date(s) Treatment Provided

ILLEGAL USE OR MISUSE OF DRUGS, DRUG ACTIVITY, OR DRUG RELATED TREATMENT

ILLEGAL USE OR MISUSE OF DRUGS, DRUG ACTIVITY, OR DRUG RELATED TREATMENT header

Reason

Treatment Provider (to Include Contact Information)

Date(s) Treatment Provided

APPARENT OR SUSPECTED MENTAL HEALTH ISSUES WHERE THERE IS REASON TO BELIEVE IT MAY IMPACT THE INDIVIDUAL'S ABILITY TO PROTECT CLASSIFIED INFORMATION OR OTHER INFORMATION SPECIFICALLY PROHIBITED BY LAW FROM DISCLOSURE

APPARENT OR SUSPECTED MENTAL HEALTH ISSUES WHERE THERE IS REASON TO BELIEVE IT MAY IMPACT THE INDIVIDUAL'S ABILITY TO PROTECT CLASSIFIED INFORMATION OR OTHER INFORMATION SPECIFICALLY PROHIBITED BY LAW FROM DISCLOSURE header

Date 

Location

Description

United States Department of Justice

Reportable Activities of Other Covered Personnel
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CRIMINAL CONDUCT

CRIMINAL CONDUCT header

Date(s) of the Incident(s)

Location(s) of the Incident(s)

Charges and Circumstances Leading to Arrest

Disposition

ANY ACTIVITY THAT RAISES DOUBTS AS TO WHETHER ANOTHER COVERED INDIVIDUAL'S CONTINUED ELIGIBILITY FOR ACCESS IS CLEARLY CONSISTENT WITH THE INTEREST OF NATIONAL SECURITY

ANY ACTIVITY THAT RAISES DOUBTS AS TO WHETHER ANOTHER COVERED INDIVIDUAL'S CONTINUED ELIGIBILITY FOR ACCESS IS CLEARLY CONSISTENT WITH THE INTEREST OF NATIONAL SECURITY header

Background, Circumstances and Current State of the Matter

United States Department of Justice

Reportable Activities of Other Covered Personnel
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MISUSE OF U.S. GOVERNMENT PROPERTY OR INFORMATION TECHNOLOGY SYSTEMS

MISUSE OF U.S. GOVERNMENT PROPERTY OR INFORMATION TECHNOLOGY SYSTEMS header

Date(s) of the Incident(s)

Location(s) of the Incident(s)

Description

Disposition

Please Provide Any Other Information Relevant to the Incident(s) Reported on this Form

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

United States Department of Justice

Reportable Activities of Other Covered Personnel
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Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		enter Office Phone: 

		enter Email Address: 

		enter Office or Component : 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		Enter date of signature: 

		Location(s) of the Incident(s): 

		Circumstances: 

		Disposition: 

		Type of Issue or Anomaly (Bankruptcy, Inheritance, Delinquencies, etc.): 

		Dollar Value: 

		Reason: 

		Action To Resolve
(If Applicable): 

		Treatment Provider (to Include Contact Information): 

		Description: 

		Charges and Circumstances Leading to Arrest: 

		Please Provide Any Other Information Relevant to the Incident(s) Reported on this Form: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 










United States Department of Justice 
Self Reportable Activities 


ROOMMATE/COHABITANT/MARRIAGE 
 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name


ROOMMATE(S)/COHABITANT(S)


Names(s) Citizenship(s)* Date of Birth Place of Birth Dates of Cohabitation


* If  Roommate/Cohabitant is Not a U.S. Citizen Please Provide Individuals Occupation: 
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ROOMMATE/COHABITANT/MARRIAGE 
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MARRIAGE


Name of Spouse Citizenship(s) Date of Birth Place of Birth Date of Marriage


EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.





United States Department of Justice

Self Reportable Activities

ROOMMATE/COHABITANT/MARRIAGE

 

United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

ROOMMATE(S)/COHABITANT(S)

Names(s)

Citizenship(s)*

Date of Birth

Place of Birth

Dates of Cohabitation

* If  Roommate/Cohabitant is Not a U.S. Citizen Please Provide Individuals Occupation: 

* If  Roomate/Cohabitant is Not a U.S. Citizen Please Provide Individuals Occupation in next box

United States Department of Justice

Self Reportable Activities

ROOMMATE/COHABITANT/MARRIAGE

Page 2 

 

MARRIAGE

Name of Spouse

Citizenship(s)

Date of Birth

Place of Birth

Date of Marriage

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Name of Spouse: 

		Citizenship(s): 

		Date of Birth: 

		Place of Birth: 

		Dates of Cohabitation: 

		* If  Roomate/Cohabitant is Not a U.S. Citizen Please Provide Individuals Occupation: : 

		Date of Marriage: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Enter date of signature: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 































































































































































United States Department of Justice 
Self Reportable Activities 


UNOFFICIAL CONTACT WITH MEDIA 
 


PURPOSE OF THIS FORM


Department of Justice personnel or those processed for a security clearance by the Department incur a special and 
continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible 
terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a 
responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their 
employment or eligibility for access to classified information or eligibility to hold a sensitive position.   


Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all 
Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to 
access the Department's iReport system should use this reporting form.    


Please complete this form by providing specific details and submit to your Security Programs Manager or follow the 
instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to 
support the information reported (such as court documentation, treatment information, proof of payment) please 
include with your submittal.


 
PERSONAL INFORMATION


CONTRACTOR INFORMATION (If applicable)


Mobile PhoneHome PhoneHome Address


Office PhoneEmail AddressOffice/Component


Last 4 SSNLast NameMIFirst Name


FSO EmailFSO Phone NumberFSO Name


COR NameCompany Name
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UNOFFICIAL CONTACT WITH MEDIA


Date of 
Contact


Name of Media 
Outlet


Name of Media 
Representative


Nature and Purpose of 
Contact


Was Classified/
Prohibited 


Information 
Involved in the 


Contact Disclosed/
Requested/


Discussed/Released


Current Status of 
Contact
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UNOFFICIAL CONTACT WITH MEDIA 
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EMPLOYEE SIGNATURE


The information I have provided on this form is true, complete, and correct to the best of my knowledge and 
belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, 
Department Personnel Security Reporting Requirements.


Signature 
(electronic or print form) Date


If you are a participant in a CIPA or classified court case please submit to your CISO.


TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO 
 (Provide information on any action taken by your Component in connection with this report)


Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your 
continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. 
Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/
or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information 
when in possession of reportable information could lead to administrative action to include revocation of such 
eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel 
Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This 
information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement 
when there is a violation or potential violation of law, or in accordance with other published routine uses. For a 
complete list of routine uses, see the system of records notice listed above.
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United States Department of Justice
Self Reportable Activities
ALCOHOL OR DRUG RELATED ADDICTION OR TREATMENT form
 

PURPOSE OF THIS FORM

PURPOSE OF THIS FORM header

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  

Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   

Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

Department of Justice personnel or those processed for a security clearance by the Department incur a special and continuing security obligation to be aware of the risks associated with foreign intelligence operations and/or possible terrorist activities directed against them in the United States and abroad.  In addition, all Department personnel have a responsibility to recognize and avoid on or off duty personal behaviors and activities that may adversely affect their employment or eligibility for access to classified information or eligibility to hold a sensitive position.  
Pursuant to Policy Statement 1700.04, Department of Justice Personnel Security Reporting Requirements, all Department personnel and other covered personnel have specific reporting requirements.  Only personnel unable to access the Department's iReport system should use this reporting form.   
Please complete this form by providing specific details and submit to your Security Programs Manager or follow the instruction from your servicing Classified Information Security Officer (CISO).  If you have any documentation to support the information reported (such as court documentation, treatment information, proof of payment) please include with your submittal.

 PERSONAL INFORMATION


PERSONAL INFORMATION header

CONTRACTOR INFORMATION (If applicable)

Mobile Phone

Mobile Phone header

Home Phone

Home Phone header 

Home Address

Home Address header

Office Phone

Mobile Phone header

Email Address

Home Phone header 

Office/Component

Home Address header

Last 4 SSN

Last 4 Social Security Number header

Last Name

Last name header

MI

Middle initial header

First Name

First Name header

FSO Email

FSO Email header

FSO Phone Number

FSO Phone Number header

FSO Name

FSO Name header

COR Name

COR Name header

Company Name

Company Name header

United States Department of Justice

Self Reportable Activities

UNOFFICIAL CONTACT WITH MEDIA
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UNOFFICIAL CONTACT WITH MEDIA

Date of Contact

Name of Media Outlet

Name of Media Representative

Nature and Purpose of Contact

Was Classified/Prohibited Information Involved in the Contact Disclosed/Requested/Discussed/Released

Current Status of Contact

United States Department of Justice

Self Reportable Activities

UNOFFICIAL CONTACT WITH MEDIA

Page 3

 

EMPLOYEE SIGNATURE

Signature (electronic or print form)

Date

If you are a participant in a CIPA or classified court case please submit to your CISO.

TO BE COMPLETED BY SPM/DESIGNATED SECURITY OFFICER/ CISO  (Provide information on any action taken by your Component in connection with this report)

Privacy Act Notice:  The Department of Justice is collecting this information for the purpose of evaluating your continued suitability, fitness and/or eligibility for access to classified information or to hold a sensitive position. Providing this information is voluntary; however, the information is necessary for suitability/fitness determination and/or continued eligibility to access classified information or hold a sensitive position.  Failure to provide this information when in possession of reportable information could lead to administrative action to include revocation of such eligibility.  Information collected is covered by Privacy Act System of Records Notice DOJ-006, Personnel Investigation and Security Clearance Records for the Department of Justice, 67 FR 59864 (9-24-2002). This information may be disclosed to contractors when necessary to accomplish an agency function, to law enforcement when there is a violation or potential violation of law, or in accordance with other published routine uses. For a complete list of routine uses, see the system of records notice listed above.

10.0.2.20120224.1.869952.867557

		enter Mobile Phone: 

		enter Home Phone: 

		enter Home Address: 

		Enter Last 4 Social Security Number: 

		Enter Last name: 

		Enter Middle Initial: 

		Enter First name: 

		enter FSO Email: 

		enter FSO Phone Number: 

		enter FSO Name: 

		enter COR Name: 

		enter Company Name: 

		Enter date of signature: 

		Name of Media Outlet: 

		Name of Media Representative: 

		Nature and Purpose of Contact: 

		Was Classified/Prohibited Information Involved in the Contact Disclosed/Requested/Discussed/Released: 

		Current Status of Contact: 

		Check box to indicate agreement that the information you have provided on this form is true, complete, and correct to the best of my knowledge and belief and are made in good faith in accordance with the Department of Justice Policy Statement 1700.04, Department Personnel Security Reporting Requirements.: 0

		Sign the form: 

		Button to submit form to SPM: 

		: 

		PrivacyActText: 







