(9)

Persons registered with the Training Provider Registry, including, but not limited to, training schools, educational institutions, rural electric cooperatives,
motor carriers, State/local governments, school districts, joint labor management programs, owner-operators, and individuals, must not misrepresent their
relationship with FMCSA. Misrepresentation includes, but is not limited to, statements that training schools, educational institutions, rural electric
cooperatives, motor carriers, State/local governments, school districts, joint labor management programs, owner-operators, and individuals are certified or

endorsed by FMCSA.
(d)
Persons registered with the Training Provider Registry, including, but not limited to, training schools, educational institutions, rural electric cooperatives,
motor carriers, State/local governments, school districts, joint labor management programs, owner-operators, and individuals , must not make misleading
statements about Federal statutory or regulatory requirements.

(e) FMCSA reserves the right to monitor the activity of any machine connected to its infrastructure.
() The Training Provider Registry is the property of the Federal Government and FMCSA owns the data stored in this system.
() Any activity that violates Federal laws for information protection (e.g., hacking, spamming) is prohibited.

(h)
v Training Provider Registry accounts are linked to your login.gov profile solely for the use of the individual for whom they were created. Your login.gov
passwords or any other authentication mechanisms should never be shared or stored in printed form in any place accessible. If stored digitally, a password
should not be stored in a clear-text or a readable format. You may store your login.gov “just in case” information in printed or digital form.

The Training Provider Registry uses login.gov to authenticate your identity. Login.gov has password format requirements and a password expiration policy
that must be followed. Login.gov passwords do not expire because login.gov uses multi-factor authentication. Multi-factor authentication expires every 30
(i) days. See https://www.login.gov/help/changing-settings/turn-off-two-factor-authentication/ & for more information.
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